e

g Q

z S

£ 23 o >

oz vamm ) e

- 2 ¥ 3 r4 ~ — = =
SR AN %/ (: = SEg
Z g B ¢ = Fo\ = %5 <

< 532 £ ! 3 — = 2% 85
@ 5 52 2 {2 ) — 22 %S

<« s O = = b N il > 7
e - A o K
& 232 == “_.-. z <24

w nknamm = . ) “

3T z z

A S =

o -

2 K

£ <

=

IVERSITAS ISLAM NEGERI SULTAN SYARIF KASIM RIAU

ANALISIS KEPATUHAN KEBIJAKAN KEAMANAN
INFORMASI BERDASARKAN TREN KEAMANAN DAN
© PRIVASI DENGAN PROTECTION MOTIVATION THEORY

© Hak cipta milik UIN Sus State Islamic University of mmﬂms Syarif Kasim Riau

I Hak Cipta Dilindungi Undang-Undang
1. Dilarang mengutip sebagian atau seluruh karya tulis ini tanpa mencantumkan dan menyebutkan sumber:
a. Pengutipan hanya untuk kepentingan pendidikan, penelitian, penulisan karya ilmiah, penyusunan laporan, penulisan kritik atau tinjauan suatu masalah.

b. Pengutipan tidak merugikan kepentingan yang wajar UIN Suska Riau.
2. Dilarang mengumumkan dan memperbanyak sebagian atau seluruh karya tulis ini dalam bentuk apapun tanpa izin UIN Suska Riau.

lf.n

UIN SUSKA RIAU



LEMBAR PERSETUJUAN

ANALISIS KEPATUHAN KEBIJAKAN KEAMANAN
INFORMASI BERDASARKAN TREN KEAMANAN DAN
PRIVASI DENGAN PROTECTION MOTIVATION THEORY

TUGAS AKHIR

Oleh:

RAHMAT AFRIYANTO
12250314432

Telah diperiksa dan disetujui sebagai Laporan Tugas Akhir
di Pekanbaru, pada tanggal 20 Januari 2026

Ketua Program Studi Pembimbing

Aﬁ[m M.Eng., Ph.D. ygif(ah SE., M.Sc.

NIP. 198408242009012008 . 198042152009121002




LEMBAR PENGESAHAN

ANALISIS KEPATUHAN KEBIJAKAN KEAMANAN
INFORMASI BERDASARKAN TREN KEAMANAN DAN
PRIVASI DENGAN PROTECTION MOTIVATION THEORY

TUGAS AKHIR
Oleh:

RAHMAT AFRIYANTO
12250314432

Telah dipertahankan di depan sidang dewan penguji
sebagai salah satu syarat untuk memperoleh gelar Sarjana Komputer
Fakultas Sains dan Teknologi Universitas Islam Negeri Sultan Syarif Kasim Riau
di Pekanbaru, pada tanggal 14 Januari 2026

Pekanbaru, 14 Januari 2026

Mengesahkan,
: Ketua Program Studi
. Dr. Yuslenita Muda, $.5i., M.Sc. in},/S.Kom., M.Eng., Ph.D.
- “NIP. 197701032007102001 , 198408212009012008
DEWAN PENGUJI:

Ketua : Eki Saputra, S.Kom., M.Kom.
Sekretaris : Syaifullah, SE., M.Sc.
Anggota 1 : Mona Fronita, S.Kom., M.Kom. M &

Anggota 2 : Angraini, S.Kom, M.Eng., Ph.D.




Lampiran Surat :
Nomor  : Nomor 25/2021
Tanggal : 10 September 2021

SURAT PERNYATAAN

Saya yang bertandatangan di bawah ini:

Nama C RAHMAT  pafRIYANTO

NIM : 1215031 4132

Tempat/Tgl. Lahir  : Pekanparys 24 Sef kembet 2002
Fakultas/Pascasarjana : Saing dan Teknologi

Prodi : Qutem \nformas

Judul Disertasi/Thesis/Skripsi/Karya Iimiah lainnya™:

AVRALISIS  KEPATUHAN KEBIJAkAN  KEAMANAN  INFORMAS

B Dasnelan Tt KEAMAMAN DAV PRIVAS) DeENGanN PROTECTION

Mo Cwktion)  THEQD Y

Menyatakan dengan sebenar-benarnya bahwa :

13

PermtisanDisertasi/Thesis/Skripsi/Karys Hmiah-taisaya* dengan judul sebagaimana tersebut di
atas adalah hasil pemikiran dan penelitian saya sendiri.

Semua kutipan pada karya tulis saya ini sudah disebutkan sumbernya.

Oleh karena itu Disertasi/Fhesis/Skripsi/Karyatimish-lainnya® saya ini, saya nyatakan bebas
dari plagiat. _

Apa  bila  dikemudian  hari  terbukti  terdapat  plagiat  dalam  penulisan
Disertasi/Fhesis/Skripsi/(KaryaHmiahiaterya)* saya tersebut, maka saya besedia menerima
sanksi sesua peraturan perundang-undangan.

Demikianlah Surat Pernyataan ini saya buat dengan penuh kesadaran dan tanpa paksaan dari

pihak manapun juga.

.....................

.. Yang melmbuat pemyataan

W.

SEPULUH RIBU RUPIAH

NIM: (225024432

* pilih salah satu sasuai fenis karya tulis



‘nery e)sng NiN Wizl edue)y undede ynjuaq weep Ul siin} eA1ey yninjas neje ueibeqas yeAueqladwaw uep ueyjwnuwnbuaw Buele|iq 'z

NV vISNS NIN
o

‘nery eysng NiN Jefem BueA uebuuaday ueyiBnisw yepn uedynbuad g

‘yelesew niens uenelun neje ynuy uesinuad ‘uelode| ueunsnAuad ‘yeiw | efuey uesiinuad ‘ueniguad ‘ueyipipuad uebunuaday ¥njun eAuey uednnbusd ‘e

Jequins ueyngaAusw uep ueywnuesusw edue) 1ul SNy ARy ynunjes neje ueibegses diynbusw Buelseq ‘|

Buepun-Buepun 16unpuijig eydin yeH

LEMBAR HAK ATAS KEKAYAAN INTELEKTUAL
©
g Tugas Akhir yang tidak diterbitkan ini terdaftar dan tersedia di Perpustakaan

Unmiversitas Islam Negeri Sultan Syarif Kasim Riau adalah terbuka untuk umum, de-
ngan ketentuan bahwa hak cipta ada pada peneliti. Referensi kepustakaan diperke-
nghkan dicatat, tetapi pengutipan atau ringkasan hanya dapat dilakukan atas izin
peneliti dan harus dilakukan mengikuti kaedah dan kebiasaan ilmiah serta menye-
b?;_ékan sumbernya.

—  Penggandaan atau penerbitan sebagian atau seluruh Tugas Akhir ini harus
n:Emperoleh izin tertulis dari Dekan Fakultas Sains dan Teknologi Universitas Islam
Ncé’geri Sultan Syarif Kasim Riau. Perpustakaan dapat meminjamkan Tugas Akhir
iff untuk anggotanya dengan mengisi nama, tanda peminjaman, dan tanggal pinjam

pada form peminjaman.
A

nei

v

nery wisey JureAg uejng jo AJISIdATU) dTWE]S] 3}e)§



2 L 3 © o I
S =
& 8 & 8 S m3
S A =8 Q S s 3
o o S B Z| T
5 2 8 @ = <=
23 2 w s g s
v B2 8 € = =%
Z I R =1 2
< > < = M N
T o - . _ = F2
0 O 8 = < < -
T = B <o
E S 2% K ==
2 25 8 3 g 5 5|z
£ 8° 728 s g =~
rk.m (=
<3 E ¢ 5 =
7z 4 M5 o 3 %vma M
< 2558 ¢
« E g 3 5 =
= g ¥ 453
A s = =2 5
=2 3§ ° T
Z T 2 o 5 g
= T B
= £ £ 2 B8 B >
= E 2 25 0
o M E 9 2 2
< S %5 ;%
g T ESE S
M S 5 en ® .5
2 c 5 2 E
= Q aﬁhm
) g~ g 2 g
S = pd%
AR %h <
g s =
s £
- S
E = 3 5 E
- E &3
e.lagd
<
& = B g
=T = VJ%
SRR
a m,. < O
m & =
a —
= B
© H mm Oo%@ Milik UIN Suska Riau State Islamic University of Sultan Syarif Kasim Riau
N

I Hak Cipta Dilindungi Undang-Undang
...1 ...ﬂf 1. Dilarang mengutip sebagian atau seluruh karya tulis ini tanpa mencantumkan dan menyebutkan sumber:
ff .n.. a. Pengutipan hanya untuk kepentingan pendidikan, penelitian, penulisan karya ilmiah, penyusunan laporan, penulisan kritik atau tinjauan suatu masalah.
2:) b. Pengutipan tidak merugikan kepentingan yang wajar UIN Suska Riau.

ORSOeR XTAL 2. Dilarang mengumumkan dan memperbanyak sebagian atau seluruh karya tulis ini dalam bentuk apapun tanpa izin UIN Suska Riau.



‘nery e)sng NiN Wizl edue)y undede ynjuaq weep Ul siin} eA1ey yninjas neje ueibeqas yeAueqladwaw uep ueyjwnuwnbuaw Buele|iq 'z

NV vISNS NIN
o

‘nery eysng NiN Jefem BueA uebuuaday ueyiBnisw yepn uedynbuad g

‘yelesew niens uenelun neje ynuy uesinuad ‘uelode| ueunsnAuad ‘yeiw | efuey uesiinuad ‘ueniguad ‘ueyipipuad uebunuaday ¥njun eAuey uednnbusd ‘e

Jequins ueyngaAusw uep ueywnuesusw edue) 1ul SNy ARy ynunjes neje ueibegses diynbusw Buelseq ‘|

Buepun-6uepun 16unpuljig eydid xeH

LEMBAR PERSEMBAHAN
©
L
) P
= i~ ‘ N i \ .} ’i’
9‘ /u . w 2
ho] * b /‘LU /s =4
. ‘e ~
3
7—:— Assalamu’ alaikum Warahmatullahi Wabarakatuh.
C  Alhamdulillahi Rabbil ’Alamin, segala puji bagi Allah Subhanahu Wa Ta’ala

sebagai bentuk rasa syukur atas segala nikmat yang telah diberikan tanpa ada keku-
r@gan sedikitpun. Shalawat beserta salam tidak lupa pula kita ucapkan kepada
N2bi Muhammad Shallallahu ’Alaihi Wa Sallam dengan mengucapkan Allahumma
S?t’uolli ‘ala Sayyidina Muhammad Wa’ala Ali Sayyidina Muhammad. Semoga kita
sgmua selalu senantiasa mendapat syafaat-Nya di dunia maupun di akhirat, Aamiin
Ya Rabbal’alaamiin.

Tugas Akhir ini peneliti persembahkan sebagai bentuk rasa cinta dan hormat
kepada kedua orang tua tercinta, Ayahanda Afrizal dan Ibunda Triwati yang dengan
penuh kesabaran dan pengorbanan mendampingi serta mendorong peneliti hingga
berhasil menempuh pendidikan tinggi. Ucapan terima kasih juga peneliti sam-
paikan kepada kakak-kakak tercinta, Septiani Afrianti, dan Putri Sa’ban atas segala
do’a, dukungan, dan semangat yang senantiasa mengiringi langkah peneliti hingga
penelitian ini dapat terselesaikan dengan baik. Pencapaian ini tak terlepas dari
d%gikan dan bimbingan yang mereka berikan sepanjang perjalanan hidup peneliti.
S€moga Allah Subhanahu Wa Ta’ala membalas segala kebaikan mereka dengan
kg_éoerkahan yang melimpah.

:’T Peneliti juga menyampaikan apresiasi dan rasa terima kasih yang sebesarbe-
s%_nya kepada seluruh Dosen Program Studi Sistem Informasi atas ilmu, bimbingan,
d?gl pengalaman berharga yang telah diberikan selama masa perkuliahan. Ucapan
tezima kasih yang tulus juga peneliti sampaikan kepada sahabat-sahabat terdekat
ygng telah menjadi bagian penting dalam perjalanan ini kebersamaan kalian men-
j@ikan masa studi lebih berwarna dan bermakna. Semoga segala kebaikan yang
télah diberikan dibalas oleh Allah Subhanahu Wa Ta’ala dengan limpahan keberka-
hih dan rahmat-Nya.

Wassalamu’ alaikum Warahmatullahi Wabarakatuh.
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KATA PENGANTAR

I Alhamdulillahi Rabbil ’Alamin, segala puji hanya bagi Allah Subhanahu Wa
Tax'ala atas limpahan rahmat, taufik, dan hidayah-Nya sehingga Peneliti dapat me-

e

n_gntaskan penyusunan Tugas Akhir ini. Shalawat beserta salam senantiasa tercurah

kgpada

junjungan Nabi Muhammad Shallallahu °Alaihi Wa Sallam, keluarga, serta

para sahabat beliau. Dengan penuh rasa syukur, Tugas Akhir ini disusun sebagai

sgtgah satu persyaratan untuk memperoleh gelar Sarjana Komputer pada Program

Studi Sistem Informasi Universitas Islam Negeri Sultan Syarif Kasim Riau.
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Dalam proses penyusunan Tugas Akhir ini, peneliti telah menerima banyak

an, bimbingan dan bantuan dari berbagai pihak. Oleh karena itu, dengan

pgnuh rasa hormat Peneliti menyampaikan terima kasih yang sebesar-besarnya

k%)ada:
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Ibu Prof. Dr. Hj. Leny Nofianti MS, SE., M.Si., Ak., CA sebagai Rektor
Universitas Islam Negeri Sultan Syarif Kasim Riau.

Ibu Dr. Yuslenita Muda, S.Si., M.Sc sebagai Dekan Fakultas Sains dan
Teknologi.

Ibu Angraini, S.Kom., M.Eng., Ph.D sebagai Ketua Program Studi Sistem
Informasi sekaligus Penguji Kedua yang telah banyak memberikan arahan,
nasihat, serta masukan dalam penyelesaian Tugas Akhir ini.

Ibu Dr. Rice Novita, S.Kom., M.Kom sebagai Sekretaris Program Studi
Sistem Informasi.

Bapak Syaifullah, SE., M.Sc sebagai dosen pembimbing Tugas Akhir ini
yang telah memberikan bimbingan, arahan, motivasi, dan masukan yang
sangat berharga dalam penyusunan Tugas Akhir ini, sehingga peneliti dapat
menyelesaikannya dengan baik.

Bapak Muhammad Jazman, S.Kom., M.Infosys sebagai Kepala Laborato-
rium Program Studi Sistem Informasi.

Ibu Fitriani Muttakin, S.Kom., M.Cs sebagai Dosen Pembimbing Akademik
yang telah memberikan bimbingan, arahan, masukan, serta motivasi kepada
peneliti sejak awal perkuliahan hingga penyusunan Tugas Akhir ini.

Ibu Mona Fronita, S.Kom., M.Kom sebagai Dosen Penguji Pertama yang
telah banyak memberikan arahan, nasihat, serta masukan dalam penyelesa-
ian Tugas Akhir ini sehingga hasilnya menjadi lebih baik.

Bapak Anofrizen, S.Kom., M.Kom sebagai Dosen Pembimbing Kerja Prak-
tek.
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Bapak dan Ibu Dosen Program Studi Sistem Informasi Fakultas Sains dan
Teknologi Universitas Islam Negeri Sultan Syarif Kasim Riau yang telah
memberikan ilmu dan wawasannya kepada peneliti selama perkuliahan.
Orang tua peneliti tercinta, Ayahanda Afrizal dan Ibunda Triwati yang se-
lalu memberikan dukungan dan doa kepada peneliti dari awal perkuliahan
hingga penyusunan Tugas Akhir ini. Semoga Allah membalas setiap ke-
baikan, pengorbanan dan doa Ayahanda serta Ibunda dengan limpahan rah-
mat dan keberkahan yang tiada terhingga.

Kedua kakak peneliti yang senantiasa memberikan dukungan moril dan ma-
teril kepada peneliti selama perkuliahan yang sangat berjasa bagi peneliti.
Sahabat seperjuangan semasa kuliah yaitu Hafiz Aryan Siregar, Novrian
Pratama, Dani Harmade, Ahmeid Aqeil, Fajri Nurhadi, Hapid Ramdani, dan
Erliandika Syahputra yang telah berada di sisi saya di saat susah, senang,
dan sedih. Dengan adanya mereka peneliti terus termotivasi dalam menge-
jar karir dan dapat menyelesaikan pendidikan ini berkat bantuan mereka.
Teman-teman Angkatan 2022 yang telah menjadi sahabat seperjuangan,
senantiasa memberikan dukungan, serta bersama-sama berusaha mewujud-
kan visi, misi, dan tujuan diri.

Semua pihak yang tidak dapat disebutkan satu-persatu, yang telah mem-
berikan kontribusi secara langsung maupun tidak langsung dalam menyele-

saikan Tugas Akhir ini.

Semoga segala doa dan dorongan yang telah diberikan selama ini men-

jadi amal kebajikan dan mendapat balasan setimpal dari Allah Subhanahu Wa

Y%ala. Peneliti menyadari bahwa penulisan Tugas Akhir ini masih terdapat keku-

rangan dan jauh dari kata sempurna. Peneliti berharap untuk kritik dan saran yang

—mbangun yang dapat disampaikan melalui e-mail 12250314432 @students.uin-

stiska.ac.id atau rahmatafriyanto6 @ gmail.com untuk Tugas Akhir ini. Diharapkan

’[Sgas Akhir ini dapat memberikan manfaat kepada pembaca, Aamiin.
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Pekanbaru, 20 Januari 2026

Peneliti,

RAHMAT AFRIYANTO
NIM. 12250314432
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ANALISIS KEPATUHAN KEBIJAKAN KEAMANAN
© INFORMASI BERDASARKAN TREN KEAMANAN DAN
L PRIVASI DENGAN PROTECTION MOTIVATION THEORY

RAHMAT AFRIYANTO
NIM: 12250314432

Tanggal Sidang: 14 Januari 2026
Periode Wisuda:

Program Studi Sistem Informasi
Fakultas Sains dan Teknologi
Universitas Islam Negeri Sultan Syarif Kasim Riau
J1. Soebrantas, No. 155, Pekanbaru
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ABSTRAK

Keamanan informasi menjadi isu yang semakin krusial seiring meningkatnya ketergantungan
organisasi, termasuk institusi pendidikan tinggi, terhadap sistem informasi. Meskipun kebijakan
keamanan informasi telah diterapkan, peningkatan serangan siber serta rendahnya kepatuhan
pengguna masih menjadi permasalahan yang signifikan. Penelitian ini bertujuan untuk mengukur
tingkat kepatuhan terhadap kebijakan keamanan informasi di lingkungan universitas dengan
m(%lgadopsi kerangka kerja Protection Motivation Theory (PMT). Model penelitian menguji
pghgaruh Perceived Severity, Perceived Vulnerability, Perceived Response Efficacy, Perceived
SHj‘-Eﬂicacy, dan Perceived Response Cost terhadap Compliance with Information Security Policy.
Data dikumpulkan melalui survei kuesioner dan dianalisis menggunakan metode Structural
E%ation Modeling—Partial Least Squares (SEM-PLS). Hasil pengujian hipotesis menunjukkan
bn wa Perceived Severity berpengaruh positif dan signifikan terhadap kepatuhan kebijakan
keamanan informasi, sedangkan Perceived Response Cost berpengaruh negatif dan signifikan.
Senentara itu, Perceived Vulnerability, Response Efficacy, dan Self-Efficacy tidak menunjukkan
pélgaruh yang signifikan. Temuan ini mengindikasikan bahwa persepsi terhadap tingkat keparahan
afftaman dan hambatan dalam penerapan perilaku keamanan lebih dominan dalam memengaruhi
k;f)atuhan pengguna dibandingkan faktor efikasi. Penelitian ini diharapkan dapat menjadi dasar
baogi institusi pendidikan tinggi dalam merancang strategi kebijakan dan program peningkatan
k@atuhan keamanan informasi yang lebih efektif.

I%l-ta Kunci: Keamanan Informasi, Kepatuhan Kebijakan, Protection Motivation Theory, SEM-
PES, Universitas

iX
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ANALYSIS OF INFORMATION SECURITY POLICY
COMPLIANCE BASED ON SECURITY AND PRIVACY TRENDS
USING PROTECTION MOTIVATION THEORY

RAHMAT AFRIYANTO
NIM: 12250314432

Date of Final Exam: January 14" 2026
Graduation Period:

Department of Information System
Faculty of Science and Technology
State Islamic University of Sultan Syarif Kasim Riau
Soebrantas Street, No. 155, Pekanbaru
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ABSTRACT

Information security has become an increasingly crucial issue as organizations, including higher
education institutions, have become more dependent on information systems. Although information
security policies have been implemented, the increase in cyber attacks and low user compliance
remain significant problems. This study aims to measure the level of compliance with information
security policies in a university environment by adopting the Protection Motivation Theory (PMT)
framework. The research model tests the influence of Perceived Severity, Perceived Vulnerability,
Perceived Response Efficacy, Perceived Self-Efficacy, and Perceived Response Cost on Compliance
wggz Information Security Policy. Data were collected through a questionnaire survey and analyzed
ufing the Structural Equation Modeling—Partial Least Squares (SEM-PLS) method. The results of
h}%)othesis testing show that Perceived Severity has a positive and significant effect on compliance
W‘Efl information security policies, while Perceived Response Cost has a negative and significant
ej%ct. Meanwhile, Perceived Vulnerability, Response Efficacy, and Self-Efficacy did not show a
significant effect. These findings indicate that perceptions of the severity of threats and barriers to
imiplementing security behaviors are more dominant in influencing user compliance than efficacy
fagtors. This study is expected to serve as a basis for higher education institutions in designing
nf@re effective information security compliance policy and program improvement strategies.
Kézwords: Information Security, Policy Compliance, Protection Motivation Theory, SEM-PLS,
University
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BAB 1
@)
- PENDAHULUAN
©
1? Latar Belakang
oS Perkembangan penelitian di bidang keamanan informasi dan privasi

}

berlangsung sangat dinamis sehingga diperlukan pendekatan yang sistematis un-
tlﬁ(_ memetakan arah dan tren riset secara komprehensif (Kraus, Breier, dan Dasi-
l%’driguez, 2020). Systematic Literature Review (SLR) merupakan metode yang
banyak digunakan untuk mengidentifikasi dan mengevaluasi hasil penelitian ter-
dahulu secara terstruktur guna menemukan pola, tema dominan, serta celah peneli-
tifeﬁl yang masih terbuka (Lim, Kumar, dan Ali, 2022). Dalam praktiknya, pen-
dekatan SLR sering dipadukan dengan analisis bibliometrik yang memungkinkan
p%netaan kuantitatif terhadap publikasi ilmiah, seperti analisis kata kunci, klaster
tegnatik, serta jaringan sitasi dan kolaborasi penulis (Passas, 2024). Melalui kombi-
nasi kedua pendekatan tersebut, tren penelitian keamanan dan privasi dapat diidenti-
fikasi secara lebih objektif, terukur, dan berbasis data (Donthu, Kumar, Mukherjee,
Pandey, dan Lim, 2021). Oleh karena itu, penelitian ini terlebih dahulu melakukan
analisis tren menggunakan metode bibliometric sebagai dasar konseptual dalam
merumuskan model penelitian empiris mengenai kepatuhan kebijakan keamanan
informasi (Patricia, Sdnchez, Moya, Gabriela, dan Giner, 2024).

Hasil pemetaan tren penelitian tersebut menunjukkan bahwa isu keamanan
informasi dan privasi semakin mendapatkan perhatian seiring meningkatnya keter-
g(a}ljltungan organisasi terhadap sistem informasi (Komara, Rohman, Rahmawaty,
G;f;_ovanni, dan Mumtaz, 2025). Sistem Informasi telah berkembang menjadi aset vi-
tﬂkarena fungsinya yang krusial dalam menyimpan data dan aset organisasi yang
b%nilai (Qatawneh, 2024). Untuk melindungi aset tersebut, organisasi umumnya
n%zngandalkan langkah-langkah keamanan teknis, mulai dari perangkat lunak an-
ti;:irus, enkripsi, hingga sistem pemantauan yang komprehensif (Alkhudhayr, Alfar-
rg; Aljameeli, dan Elkhdiri, 2019; Koolen, Wuyts, Joosen, dan Valcke, 2024). Na-
ngln, sekadar mengandalkan solusi teknis terbukti tidak cukup untuk menjamin kea-
I@nan informasi secara menyeluruh (Gaurav, Jayaram, Halder, Panda, dan Kishore,
2922, Akello, 2024). Celah keamanan terbesar justru sering kali bersumber dari
fg%tor perilaku manusia, khususnya ketidakpatuhan pengguna terhadap kebijakan
kgamanan informasi, yang kerap menjadi pintu masuk terjadinya insiden keamanan
dgp pelanggaran data yang serius (Al-Momani, Ramayah, dan Al-Sharafi, 2024;
Izélzior, Arefieva, Vovk, dan Brozek, 2022).
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Isu keamanan ini menjadi jauh lebih kompleks saat ditarik ke dalam
lifgkungan akademik, mengingat universitas memiliki tantangan tersendiri
d%am memastikan keamanan informasi yang disimpan dan diproses (Angraini,
Aiinda Alias, dan Okfalisa, 2019). Sebagai institusi yang mengelola data dalam
jwmlah besar dan bersifat krusial, mulai dari data akademik hingga informasi sen-
stif lainnya, universitas kini menjadi target utama berbagai ancaman keamanan
(gymantec, 2017). Laporan global menunjukkan bahwa sektor pendidikan ter-
n,giisuk salah satu sektor yang paling rentan terhadap insiden keamanan siber, di
ntana pada tahun 2025 terjadi peningkatan serangan ransomware dan pencurian
d4ta hingga 50% (NCSC, 2025). Selain ancaman eksternal, ancaman keamanan
ilgf?ormasi yang berasal dari internal organisasi, baik yang disengaja maupun tidak,
jl?ga terus meningkat dan berpotensi mengganggu aktivitas organisasi secara keselu-
r;i}an, sehingga menegaskan pentingnya kepatuhan pengguna terhadap kebijakan
keamanan informasi (AlGhamdi, Win, dan Vlahu-Gjorgievska, 2022).

Ironisnya, meskipun kebijakan keamanan informasi (Information Secu-
rity Policy) sudah diberlakukan untuk melindungi data, efektivitasnya sering kali
tumpul akibat perilaku pengguna itu sendiri (Koohang, Anderson, Nord, dan
Paliszkiewicz, 2020). Demi alasan efisiensi atau kemudahan kerja, banyak in-
dividu yang memilih untuk mengabaikan prosedur keamanan (Alzamil, 2018).
Praktik-praktik berisiko masih lazim ditemukan, seperti berbagi password dengan
rekan kerja, menggunakan penyimpanan USB yang tidak aman, atau membiarkan
komputer tidak terkunci saat ditinggalkan (Moody, Siponen, dan Pahnila, 2018).
Fgglomena ini menegaskan bahwa tanpa kepatuhan pengguna, teknologi keamanan
sg';_"canggih apa pun akan sia-sia, karena manusia tetap menjadi titik terlemah dalam
rgntai keamanan.

::";' Dalam upaya memahami dinamika kepatuhan pada industri yang memiliki
réiko tinggi, (Alrawhani, Romli, dan Al-Sharafi, 2025) meneliti sektor perbankan
d%Yaman menggunakan kerangka kerja Protection Motivation Theory (PMT) de-
ngan analisis PLS-SEM. Penelitian ini bertujuan untuk mengatasi inkonsistensi
te:inuan pada studi-studi sebelumnya mengenai faktor motivasi perlindungan de-
Qgén menguji pengaruh penilaian ancaman dan penilaian penyesuaian. Hasil anal-
ists mereka mengonfirmasi bahwa perceived self-efficacy, response efficacy, dan
s@erity secara signifikan meningkatkan niat perilaku karyawan untuk mematuhi ke-
bijakan, meskipun persepsi kerentanan (vulnerability) dan biaya respons (response
cg.gt) tidak terbukti berpengaruh signifikan dalam konteks tersebut (Alrawhani dkk.,
225).

I
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Sementara itu, dalam perspektif yang lebih luas, (Alraja, Butt, dan Ab-
b8, 2023) melakukan studi lintas negara yang melibatkan karyawan dari tujuh
n%gara berbeda (seperti AS, Inggris, dan Malaysia) untuk memvalidasi model Uni-
ﬁ?}d Model of Information Security Policies Compliance (UMISPC). Studi ini mere-
spons keterbatasan penelitian kepatuhan yang umumnya hanya berfokus pada satu
v&iayah geografis saja. Temuan mereka menyoroti bahwa rasa takut (fear) dan ni-
lﬁ_peran (role values) adalah prediktor utama kepatuhan, namun faktor kebiasaan
(Etibit) justru ditemukan tidak memiliki dampak signifikan terhadap niat kepatuhan,
yang menandakan bahwa perilaku keamanan belum sepenuhnya menjadi rutinitas
ofomatis bagi karyawan global (Alraja dkk., 2023).

(.Cf) Lebih spesifik pada konteks institusi pendidikan tinggi, (Angraini,
Afinda Alias, dan Okfalisa, 2019) melakukan survei pendahuluan yang menyoroti
a%mya kesenjangan nyata antara kesadaran manajemen dan perilaku operasional
pengguna. Meskipun manajemen universitas menyadari pentingnya kepatuhan ke-
bﬁakan untuk mengurangi insiden keamanan, studi ini mengungkap bahwa ketidak-
patuhan pengguna masih sering terjadi dan banyak implementasi kebijakan yang
tidak disertai dengan instrumen evaluasi yang memadai. Kesimpulan dari studi ini
menegaskan bahwa universitas membutuhkan model yang tepat untuk mengevalu-
asi kepatuhan kebijakan keamanan informasi guna menutup celah keamanan yang
ada (Angraini, Alinda Alias, dan Okfalisa, 2019).

Berdasarkan tren penelitian terkini, keamanan informasi menjadi isu yang
semakin penting seiring dengan meningkatnya ketergantungan organisasi terhadap
si(%tem informasi. Namun, pada institusi pendidikan tinggi justru masih ditemukan
pg'_.'hingkatan serangan siber (NCSC, 2025), yang diperparah oleh adanya kesenjan-
gfin antara kesadaran manajemen dan perilaku pengguna dalam mematuhi kebijakan
k?)@manan informasi (Angraini, Alinda Alias, dan Okfalisa, 2019). Kondisi ini
n%nunjukkan bahwa ketidakpatuhan pengguna masih menjadi permasalahan kru-
si:_rl, sehingga diperlukan upaya evaluasi terhadap tingkat kepatuhan kebijakan kea-
n%nan informasi di lingkungan universitas.

5 Oleh karena itu, penelitian ini dilakukan untuk mengukur tingkat kepatuhan
l@'oijakan keamanan informasi di lingkungan universitas sebagai upaya menjawab
p€rmasalahan tersebut. Penelitian ini mengadopsi kerangka kerja Protection Mo-
tlg?ztion Theory (PMT) karena kemampuannya yang komprehensif dalam menje-
lagkan bagaimana dua proses kognitif utama, yaitu penilaian ancaman (threat ap-
pzqisal) dan penilaian penyesuaian (coping appraisal), memengaruhi motivasi per-

lﬁdungan individu (Ogbanufe, Crossler, dan Biros, 2023). Dalam model penelitian
-

I
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ini, diuji pengaruh variabel Perceived Self-Efficacy, Perceived Response Efficacy,
Pérceived Response Cost, Perceived Vulnerability, dan Perceived Severity terhadap
kétpatuhan kebijakan keamanan informasi. Pengumpulan data dilakukan melalui in-
sﬁ)ﬁlmen kuesioner survei yang selanjutnya dianalisis menggunakan metode Struc-
twral Equation Modeling—Partial Least Squares (SEM-PLS). Metode SEM-PLS di-
pgih karena efektif dalam menguji model teoritis yang kompleks sekaligus mem-

p%diksi hubungan antarvariabel secara akurat. (Alrawhani dkk., 2025).

lg Perumusan Masalah
=~  Adapun rumusan masalah pada penelitian ini adalah:
wl. Bagaimana menganalisis perkembangan dan tren isu keamanan dan privasi
@ menggunakan Bibliometric melalui software Rstudio.
2. Bagaimana implementasi pengukuran kepatuhan kebijakan keamanan infor-
X masi di universitas dengan pendekatan Protection Motivation Theory.
©
13 Batasan Masalah
Batasan masalah Tugas Akhir ini adalah:

1. Penelitian ini menggunakan metode Bibliometric dari software RStudio.

2. Penelitian ini me-review artikel jurnal internasional dari Database Scopus.

3. Artikel yang digunakan adalah artikel tahun 2014 sampai 2024.

4. Penelitian ini dilakukan pada Pegawai di Fakultas Sains dan Teknologi Uni-
versitas Islam Negeri Sultan Syarif Kasim Riau seperti dosen dan tenaga
kependidikan.

mS. Penelitian ini menggunakan Metode Protection Motivation Theory (PMT).
§6. Penelitian ini menggunakan tools SmartPLS dalam mengelola data.
®7.  Penelitian ini menggunakan Metode Kuantitatif dan Simple Random Sam-
gj' pling dalam melakukan pengambilan data.
14 Tujuan
S Tujuan Tugas Akhir ini adalah:
ﬁ-l. Mengidentifikasi perkembangan isu keamanan dan privasi.
5_2. Mengukur kepatuhan kebijakan keamanan informasi pegawai di Fakultas
<

Sains dan Teknologi di Universitas Islam Negeri Sultan Syarif Kasim Riau.

e
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Manfaat
Manfaat Tugas Akhir ini adalah:
1. Menyediakan sebuah peta intelektual (intellectual map) yang komprehensif

mengenai evolusi dan struktur bidang riset keamanan dan privasi.
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2.  Memberikan hasil dari tingkat kepatuhan kebijakan keamanan informasi pe-
gawai di Fakultas Sains dan Teknologi di Universitas Islam Negeri Sultan
Syarif Kasim Riau.

Sistematika Penulisan
Sistematika penulisan laporan adalah sebagai berikut:
BAB 1. PENDAHULUAN

BAB 1 pada Tugas Akhir ini berisi tentang latar belakang masalah, perumu-

ey
W eldR YeH @

san masalah, batasan masalah, tujuan penelitian, manfaat penelitan, dan sistematika

penulisan Tugas Akhir.
v  BAB 2. LANDASAN TEORI
=

» BAB 2 pada Tugas Akhir ini berisi tentang teori-teori yang digunakan dalam
penelitian ini.
A BAB 3. METODOLOGI PENELITIAN

© . . . - .. .. .
c BAB 3 ini menjelaskan alur dari penelitian ini, yang mana penelitian ini

dimulai dengan melakukan tahap perencanaan, tahap pengumpulan data, tahap pen-
golahan data, dan tahap analisis dan hasil.

BAB 4. HASIL DAN ANALISA

BAB 4 ini berisi tentang hasil dan analisa Systematic Literature Review
perkembangan dan tren isu keamanan dan privasi, dan impelementasi tren berupa
pengukuran tingkat kepatuhan kebijakan keamanan informasi. Bagian ini memba-
has pengaruh variabel-variabel dalam Protection Motivation Theory (seperti threat
appraisal dan coping appraisal) terhadap perilaku kepatuhan pegawai di Fakultas
Sdins dan Teknologi.
BAB 5. PENUTUP

BAB 5 Tugas Akhir ini berisikan tentang kesimpulan dan saran dari peneli-

—+
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BAB 2
LANDASAN TEORI

Keamanan Informasi

Landasan teoretis keamanan informasi adalah disiplin ilmu yang berfokus

ydiolieH o

pada perlindungan aset informasi dari berbagai ancaman untuk menjamin ke-
lél_gsungan bisnis, meminimalkan risiko, dan memaksimalkan laba atas investasi
(Siioufan dan Damiani, 2017). Fondasi konseptual dari disiplin ini secara univer-
s&Fbertumpu pada Triad CIA (Confidentiality, Integrity, Availability), sebuah model
yang mengartikulasikan tiga pilar utama perlindungan data (Lundgren dan Méller,
2&17; De Oliveira Albuquerque, Villalba, Orozco, Buiati, dan Kim, 2014).

%>  Kerahasiaan (Confidentiality) adalah prinsip yang memastikan bahwa in-
fc%masi sensitif tidak diungkapkan atau tersedia bagi individu, entitas, atau proses
yang tidak berwenang. Mekanisme utama untuk menegakkan kerahasiaan men-
cackup penggunaan kriptografi (enkripsi) untuk data saat disimpan (at-rest) dan saat
dikirim (in-transit), serta penerapan skema kontrol akses (access control) yang ketat
(De Oliveira Albuquerque dkk., 2014).

Integritas (Integrity) merujuk pada penjagaan akurasi, konsistensi, dan
kepercayaan (frustworthiness) data selama seluruh siklus hidupnya. Data tidak
boleh diubah, dirusak, atau dihapus secara tidak sah atau tidak terdeteksi. Teknik
yang umum digunakan untuk menjamin integritas data meliputi penggunaan fungsi
hash (seperti SHA-256) dan tanda tangan digital (digital signatures) untuk memver-
ifglll)(asi bahwa data belum dimodifikasi (Chowdhury dkk., 2023).

g Ketersediaan (Availability) adalah prinsip yang memastikan bahwa sistem,
aﬂikasi, dan data dapat diakses serta digunakan oleh pengguna yang sah ka-
p?;n pun dibutuhkan. Ini melibatkan perlindungan terhadap kegagalan sistem atau
s&angan yang bertujuan mengganggu layanan, seperti serangan Denial of Service
(éoS). Strategi untuk menjamin ketersediaan seringkali mencakup implementasi
r%iundansi perangkat keras, failover clustering, dan praktik pencadangan (backup)
s%[a pemulihan bencana (disaster recovery) yang solid (De Oliveira Albuquerque
qlgk., 2014). Meskipun Triad CIA adalah inti, banyak literatur akademis mem-
perluas model ini dengan menyertakan konsep-konsep tambahan seperti Keaslian
(é{itthenticity), Akuntabilitas (Accountability), dan Tidak Dapat Disangkal (Non-
I@Tpudiation} untuk memberikan gambaran keamanan yang lebih komprehensif
(@iloufan dan Damiani, 2017).
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2.2 Privasi

©  Berbeda dari keamanan yang berfokus pada perlindungan data, privasi (pri-
ng)cy) adalah konsep multidisiplin mencakup hukum, etika, dan sistem informasi
y%lg berpusat pada hak individu. Secara fundamental, privasi adalah hak untuk
mengontrol informasi pribadi seseorang, sering disebut sebagai Personally Iden-
tﬁable Information (PII) (Acquisti, Brandimarte, dan Loewenstein, 2015). Lan-
dasan teoretis modern privasi sering menjauh dari gagasan sekadar kerahasiaan (se-
c;%cy) dan lebih menekankan pada otonomi individu. Ini adalah hak atas determi-
nasi mandiri informasional (informational self-determination), yaitu kemampuan
séseorang untuk menentukan sendiri kapan, bagaimana, dan sejauh mana informasi
tgtang dirinya dikomunikasikan kepada orang lain.

% Privasi bukan sebagai satu hak tunggal, melainkan sebagai sekumpulan hak
t%ait yang dapat dilanggar melalui berbagai aktivitas, termasuk pengumpulan,
pemrosesan, agregasi, dan penyebaran data yang tidak semestinya (Solove, 2006).
Dari kerangka kerja ini, muncul prinsip-prinsip privasi inti yang kini menjadi dasar
banyak regulasi data global, seperti General Data Protection Regulation (GDPR).
Prinsip-prinsip ini mencakup manajemen persetujuan (consent), di mana individu
harus memberikan izin yang jelas dan terinformasi sebelum data mereka diproses,
pembatasan tujuan (purpose limitation), yang mengharuskan data hanya digunakan
untuk tujuan spesifik yang diungkapkan saat pengumpulan; dan minimalisasi data
(data minimization), yang menyatakan bahwa hanya data yang benar-benar diper-
lukan untuk tujuan tersebut yang boleh dikumpulkan (Spiekermann dan Cranor,
2999).

2% Teori Motivasi Perlindungan (Protection Motivation Theory)

E Protection Motivation Theory (PMT) pertama kali diperkenalkan oleh
l%)gers (Rogers, 1975), sebagai kerangka kerja untuk menjelaskan bagaimana peri-
laku perlindungan manusia diinisiasi dan dipertahankan dalam menghadapi anca-
man. Revisi selanjutnya terhadap teori ini menambahkan komunikasi persuasif
yﬁng berfokus pada proses kognitif yang memfasilitasi perubahan perilaku (Rogers,
1283) Dua dimensi fundamental membentuk PMT, yaitu “penilaian ancaman”
dgn “penilaian penanggulangan”, di mana opsi perilaku untuk menghindari anca-
n’iﬁn dievaluasi. Penilaian ancaman adalah “seberapa parah dan seberapa besar ke-
ni.lngkinan ancaman tersebut menyebabkan konsekuensi yang tidak diinginkan”,
sédangkan penilaian penanggulangan adalah kemampuan yang dirasakan untuk

n@lakukan perilaku perlindungan. Menghindari ancaman tersebut bergantung pada
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mengikuti perilaku adaptif tertentu. Efektivitas perilaku tersebut ditentukan oleh
r&ponse efficacy (misalnya, bantuan dari teman sebaya atau instruktur) dan self-
eﬁcacy (misalnya, pengetahuan sebelumnya tentang topik yang menjadi perhatian).
R;gspons yang tepat mungkin memerlukan waktu dan sumber daya (Response Cost).
Untuk strategi yang efektif, ancaman yang dirasakan harus melebihi respons mal-
a&ptif, sementara penilaian penanggulangan harus melebihi Response Cost. PMT
b%tuj uan untuk memotivasi individu agar dapat melindungi diri sendiri dari resiko

kefentanan yang dapat mengancam individu tersebut (Rogers, 1975)

(=
22.1 Persepsi Efikasi Diri (Perceived Self-Efficacy)

(7)) Dalam penelitian ini, Perceived Self-Efficacy (PSE) diidentifikasi sebagai se-
jacuh mana karyawan meyakini kemampuan dan keterampilan mereka dalam meng-
hgdapi ancaman siber. Menurut penelitian sebelumnya, PSE meningkatkan ke-
nf@mpuan pekerja untuk merespons secara adaptif dan kesediaan mereka secara
kgselumhan untuk menerapkan respons tersebut (Sharma dan Aparicio, 2022).
Selain itu, individu yang menganggap kebijakan keamanan memberikan infor-
masi yang substansial tentang nilai aktivitas mereka dan efisiensi solusi yang di-
rekomendasikan dalam mengurangi probabilitas pelanggaran keamanan informasi
cenderung mengembangkan niat yang positif. Sikap positif terhadap kebijakan ini
meningkatkan kemungkinan mereka untuk mematuhi langkah-langkah keamanan
informasi (Alsaad dan Al-Okaily, 2022). Semakin tinggi efikasi diri, semakin besar

kecenderungan karyawan untuk mematuhi aturan keamanan.

2033.2 Persepsi Efikasi Respons (Perceived Response Efficacy)

g Keyakinan bahwa perilaku kepatuhan yang dilakukan (seperti mengikuti in-
sfﬁlksi kebijakan) benar-benar efektif dalam melindungi organisasi dari ancaman.
I]ﬁiividu yang yakin akan efektivitas protokol keamanan memiliki peluang lebih
tiaggi untuk benar-benar mematuhinya.

2%.3 Persepsi Biaya Respons (Perceived Response Cost)
ﬁ' Merujuk pada pengorbanan berupa waktu, upaya ekstra, atau kenyamanan
yﬁng harus dikeluarkan individu untuk melaksanakan perilaku protektif. Semakin
t%ggi biaya atau hambatan yang dirasakan dalam mematuhi kebijakan, maka moti-

V@i untuk patuh cenderung menurun.
=
25.4 Persepsi Kerentanan (Perceived Vulnerability)

Merujuk pada keyakinan atau penilaian individu mengenai seberapa besar

Su

kﬁmungkinan mereka atau organisasi mereka akan terkena dampak negatif dari an-

X
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caman keamanan informasi. Karyawan yang merasa sistem organisasinya sangat

réitan cenderung lebih bersedia mengadopsi tindakan perlindungan
2k

2%.5 Persepsi Keparahan (Perceived Severity)

©  Merujuk pada penilaian individu terhadap besarnya dampak atau keseriusan
kg-nsekuensi yang ditimbulkan jika ancaman keamanan benar-benar terjadi, seperti
kehilangan data sensitif atau kerusakan reputasi. Tingkat ketakutan yang muncul

dari persepsi keparahan yang tinggi dapat mendorong perilaku kepatuhan yang lebih
-~

k@t.
23.6 Kepatuhan Kebijakan Keamanan Informasi (Information Security Pol-
icy Compliance)

Asng

Dalam penelitian ini, Kepatuhan Kebijakan Keamanan Informasi (Informa-
tion Security Policy Compliance) ditempatkan sebagai perilaku nyata atau komit-
r@n karyawan untuk mematuhi peraturan organisasi guna menjaga integritas, ker-
ahasiaan, dan ketersediaan data. Kepatuhan ini bukan sekadar mengikuti aturan,
melainkan komponen kritis dari postur keamanan organisasi secara keseluruhan.

Penelitian menunjukkan bahwa perilaku kepatuhan dipengaruhi secara lang-
sung oleh faktor-faktor kognitif dalam PMT, di mana individu melakukan evalu-
asi apakah manfaat dari perlindungan lebih besar daripada pengorbanan yang di-
lakukan. Dalam konteks perbankan, kepatuhan yang kuat sangat penting untuk
melindungi data keuangan sensitif dari ancaman internal maupun eksternal.

Dalam perspektif Protection Motivation Theory, perilaku kepatuhan terse-
but tidak muncul secara spontan, melainkan merupakan hasil dari proses penilaian
k;jgnitif individu terhadap ancaman yang dihadapi dan kemampuan yang dimiliki
uﬁ:tuk mengatasinya. Proses ini melibatkan evaluasi terhadap tingkat risiko, efek-
ti;”afitas tindakan perlindungan, serta pengorbanan yang harus dilakukan sebelum in-

d?v_idu memutuskan untuk bertindak secara protektif.
]

25.7 Posisi Kepatuhan dalam Protection Motivation Theory

Protection Motivation Theory menjelaskan bahwa perilaku protektif indi-

IoA

vidu terbentuk melalui dua proses utama, yaitu threat appraisal dan coping ap-

I

p;aisal. Threat appraisal berkaitan dengan penilaian individu terhadap tingkat
k%g)arahan ancaman (perceived severity) dan kemungkinan terjadinya ancaman (per-
c@ived vulnerability). Sementara itu, coping appraisal berkaitan dengan penila-
iigi individu terhadap efektivitas respons perlindungan (response efficacy), efikasi
qgi (self-efficacy), serta biaya yang harus dikeluarkan untuk melakukan tindakan

pgr_lindungan (response cost). Kedua proses tersebut memengaruhi cara individu
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mengambil keputusan dalam menghadapi ancaman keamanan informasi.

©  Dalam kerangka PMT, hasil dari proses threat appraisal dan coping ap-
pﬁIaisal tidak secara langsung menghasilkan perilaku, tetapi terlebih dahulu mem-
bgltuk motivasi perlindungan (protection motivation) yang umumnya dipahami
sebagai niat (intention) untuk bertindak. Intention mencerminkan kesiapan indi-
vidlu untuk melakukan perilaku protektif berdasarkan penilaian terhadap ancaman
dan kemampuan yang dimilikinya. Dengan demikian, intention berperan sebagai
n;_ekanisme psikologis yang menghubungkan faktor-faktor kognitif dalam PMT de-

ngan perilaku protektif yang ditunjukkan oleh individu.
7

w
manan informasi menunjukkan bahwa faktor-faktor PMT berpengaruh signifikan

Penelitian-penelitian terdahulu dalam konteks kepatuhan kebijakan kea-

tg)rhadap intention, dan intention tersebut merupakan prediktor utama dari peri-
l%u kepatuhan. Berdasarkan pemahaman tersebut, penelitian ini memposisikan
kepatuhan terhadap kebijakan keamanan informasi sebagai perilaku berbasis niat
( intention-based behavior). Oleh karena itu, konstruk intention tidak diukur se-
bagai variabel terpisah, melainkan dianggap telah terinternalisasi dalam perilaku

kepatuhan karyawan yang diamati dalam penelitian ini.

2.4 Bibliometric

Analisis bibliometric adalah pendekatan kuantitatif yang menggunakan
metode statistik untuk menganalisis data publikasi ilmiah, seperti jurnal dan prosid-
ing konferensi. Tujuannya adalah untuk memetakan struktur intelektual, mengukur
dampak, dan mengidentifikasi tren dalam suatu bidang penelitian (Aria dan Cuc-
ciftullo, 2017). Metode ini memungkinkan peneliti untuk secara objektif mengi-
d%ltiﬁkasi penulis, institusi, dan karya paling berpengaruh. Lebih jauh, analisis
b@liometrik dapat melacak evolusi tema penelitian dari waktu ke waktu melalui
t%nik seperti analisis ko-sitasi untuk menemukan karya fundamental (Small, 1973)
dan analisis kemunculan bersama kata kunci untuk memetakan tema-tema dominan
(€allon, Courtial, Turner, dan Bauin, 1983).

E- Dalam praktiknya, analisis bibliometrik mencakup berbagai indikator yang
ba:fungsi untuk mengukur kualitas dan pengaruh penelitian. Beberapa indikator
u%ama antara lain jumlah sitasi, h-indeks, serta faktor dampak jurnal. Indikator-
i@ikator tersebut tidak hanya menilai kuantitas publikasi, tetapi juga mengukur
sﬁauh mana karya ilmiah berkontribusi pada pengembangan ilmu pengetahuan.
Déngan demikian, bibliometrik menjadi instrumen penting untuk menilai reputasi
a@demik baik individu maupun institusi (Donthu dkk., 2021).

10
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Selain indikator, analisis Bibliometric juga mencakup berbagai teknik utama
y@hg sering digunakan untuk memahami struktur dan dinamika suatu bidang peneli-
ti%n. Pertama, citation analysis (kutipan analisis) digunakan untuk menilai penga-
ru@ suatu karya ilmiah dengan menghitung jumlah sitasi yang diterima (Garfield,
1372). Kedua, co-author analysis (analisis kolaborasi penulis) berfokus pada
p&netaan kolaborasi antarpenulis, institusi, maupun negara, yang memberikan
ggmbaran mengenai jejaring kerja sama dalam komunitas ilmiah (Gldnzel dan
Sg’lubert, 2005; Giilmez, Ozteke, dan Gilimiis, 2020). Ketiga, co-citation anal-
y§ts (analisis kolaborasi kutipan) digunakan untuk menilai keterkaitan antarartikel
atau penulis berdasarkan frekuensi mereka disitasi bersama dalam publikasi lain, se-
h%gga membantu menemukan fondasi intelektual dari suatu bidang (Small, 1973).
Iégempat, co-word analysis (analisis kolaborasi kata ) memanfaatkan kemunculan
b%sama kata kunci, judul, maupun abstrak untuk memetakan struktur konseptual,
tign tema penelitian, serta isu-isu yang sedang berkembang (Callon dkk., 1983).
Dcengan memanfaatkan kombinasi teknik ini, peneliti dapat memperoleh pema-
haman yang lebih menyeluruh mengenai hubungan, pengaruh, dan arah perkem-
bangan suatu domain ilmu (Syaifullah, Ariffin, dan Nordin, 2024).

Penerapan metode-metode ini menjadi semakin relevan ketika difokuskan
pada area penelitian tertentu, karena mampu memberikan gambaran yang lebih
spesifik mengenai dinamika dan arah perkembangan sebuah domain ilmu. Mis-
alnya, dalam bidang keamanan dan privasi pada cloud computing, analisis bib-
liometric dapat dimanfaatkan untuk menelusuri tren penelitian, mengidentifikasi
t(%Bik—topik dominan, serta memetakan kontribusi peneliti maupun institusi dalam

pé"ngembangan pengetahuan di bidang tersebut.
o

—

pﬁ mengolah data publikasi secara sistematis dan menyajikan hasil dalam bentuk

Untuk melaksanakan analisis semacam ini, dibutuhkan perangkat yang da-

y§ng mudah diinterpretasikan. Salah satu perangkat yang banyak digunakan adalah
B&)lioshiny, yaitu antarmuka berbasis web dari paket Bibliometric di R (Aria dan
C%ccurullo, 2017). Keunggulan utama Biblioshiny adalah kemampuannya menya-
jigan analisis bibliometric secara interaktif tanpa memerlukan keahlian pemrogra-

r@n yang mendalam, sehingga memudahkan peneliti dalam mengeksplorasi data

liferatur ilmiah.
g’ Biblioshiny menyediakan berbagai fitur analisis, termasuk analisis performa

(ﬁmlah publikasi, sitasi, dan produktivitas penulis), analisis sitasi (karya dan jurnal
paling berpengaruh), serta analisis jaringan (network analysis) seperti kolaborasi

antar penulis, institusi, maupun negara. Fitur visualisasi yang disediakan juga men-
"

11
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dukung pemetaan tren kata kunci dan evolusi topik dari waktu ke waktu, sehingga
p&heliti dapat memperoleh gambaran yang komprehensif mengenai perkembangan

sg:Eltu bidang penelitian.
-~
o
berbagai sumber basis data besar seperti Scopus, Web of Science (WoS), maupun

Selain itu, Biblioshiny memiliki fleksibilitas untuk mengolah data dari

D¥mensions. Hal ini membuatnya relevan untuk penelitian lintas disiplin maupun
pgnelitian yang fokus pada domain spesifik. Integrasi tersebut memperkuat kean-
dﬁan hasil analisis karena data yang digunakan mencakup cakupan literatur yang
I%as dan berkualitas. Dengan dukungan tersebut, analisis bibliometric melalui Bib-
li6shiny memberikan kerangka kerja yang komprehensif untuk memahami perkem-
bﬁlgan suatu bidang penelitian. Melalui kombinasi indikator kuantitatif, teknik
alc;alisis, serta visualisasi interaktif, pendekatan ini mampu mengungkap tren, tema
d%ninan, dan jaringan kolaborasi ilmiah secara sistematis. Halaman utama Bib-
ligshiny yang menjadi titik awal proses analisis bibliometric dapat dilihat pada
Gambar 2.1 dan Gambar 2.2 halaman setelah impor data.

= a- 2?90

biblioshiny: the shiny app for bibliometrix

Biblioshiny 5.0 now inciudes Biblio Al— a powerful Al assisfant for your science mapping anatyses.

bibliashing and bitliametrix ara cpen-sours and fmely avalatie for use, disvibuied under tha MIT licanse.

Gambar 2.1. Halaman Bibliometrix Sebelum Impor Data

12
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nei

2.5

Completeness of metadata — 943 docs from Scopus

Wiraing Counts.

Decumenl Type:
Joama

Language

Tii

Tokal Cizion
Afhahon
Comesponing Aathar
Hapwords

Hepwords Prs:

Cikea) Aglerares;

et Calpones

Penelitian Terdahulu

Mizsng %  Status

Gambar 2.2. Halaman Bibliometrix Setelah Impor Data

Dalam beberapa tahun terakhir, telah banyak penelitian yang dilakukan

terkait kepatuhan kebijakan keamanan informasi. Tabel 2.1 menyajikan ringkasan
dari beberapa penelitian terdahulu yang relevan dengan topik ini.

Tabel 2.1. Penelitian Terdahulu

Penulis

Judul Penelitian

Hasil Penelitian

(Angraini, Alias,

dan Okfalisa,

~

2019)

m

o

W

=

Yy

8

[

o .
ngraini,

B
=
=
o
o
>
Z
o
w
o
oo
=

)

Dkfalisa, 2019)
-

Information Security Policy
Compliance: Systematic Lit-

erature Review

Need for Compliance With
Information Security Policy
In Universities: a Prelimi-

nary survey

menemukan bahwa
kebijakan

masih didominasi oleh pendekatan teori perilaku

Penelitian  ini kajian

kepatuhan keamanan  informasi

manusia, sementara evaluasi kepatuhan dan
pengembangan instrumen pengukuran kepatuhan
kebijakan keamanan informasi masih terbatas.

Penelitian ini menemukan bahwa manajemen
menyadari pentingnya kepatuhan terhadap kebi-
jakan keamanan informasi untuk mengurangi in-
siden keamanan informasi. Universitas memer-
lukan model yang tepat untuk mengevaluasi
kepatuhan terhadap kebijakan keamanan infor-

masi

nery wisey| JureAg uejng jo £31s
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Tabel 2.1 Penelitian Terdahulu (lanjutan...)

Penulis

Judul Penelitian

Hasil Penelitian

glrawhani dkk.,

8
]
N

NSNS NIN I Tw eydrod

e Veluz dkk.,
25)

e

j4Y]
c

Evaluating the role of pro-
tection motivation theory in
information security policy
compliance: Insights from
the banking sector using

PLS-SEM approach

Expanding integrated pro-
tection motivation theory

and theory of planned
behavior: The role of source
of influence in flood and
typhoon risk preparedness

intentions

Information security poli-
cies compliance in a global
setting: An employee’s per-

spective

Studi ini mengevaluasi perilaku kepatuhan kebi-
jakan keamanan informasi pada 210 karyawan
bank di Yaman menggunakan kerangka Protec-
tion Motivation Theory (PMT) dan analisis PLS-
SEM. Studi ini menunjukkan bahwa self-efficacy,
response efficacy, dan perceived severity berpe-
ngaruh signifikan terhadap niat kepatuhan kebi-
jakan keamanan informasi, sedangkan perceived
vulnerability dan response cost tidak berpenga-
ruh signifikan dalam konteks perbankan di negara
berkembang.
Penelitian ini menganalisis niat evakuasi
masyarakat dalam menghadapi risiko banjir
dan topan. Penelitian ini menemukan bahwa
sumber pengaruh (keluarga, komunitas, media,
dan pengalaman masa lalu) berpengaruh sig-
nifikan terhadap persepsi risiko dan niat perilaku
protektif, sementara tingkat pendidikan menjadi
satu-satunya faktor demografis yang berpengaruh
signifikan.

Penelitian ini menguji faktor-faktor pendorong
kepatuhan dan reaktansi terhadap kebijakan kea-
manan informasi. Hasil penelitian menunjukkan
bahwa nilai peran (role values) dan rasa takut
(fear) merupakan prediktor terkuat yang memen-
garuhi niat kepatuhan, sementara teknik netral-
isasi dan rasa takut secara signifikan memengaruhi
munculnya reaktansi atau penolakan karyawan

terhadap kebijakan.

nery wisey JureAg uejng jo AJISIdATY) dTWeR[S] 3je)§
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2.6 Pengembangan Hipotesis

©
PMT Factors
4 \
Perceived Self-
Efficacy R

L J

i A H1

Perceived Response

Efficacy =
\ J \HZ
e N
; Compliance with
Perceweél OF:te AR H3 Information Security
Policy

\ J
H4

’ .

Perceived //
Vulnerability
L ) H5
/ \

Perceived Severity A

Gambar 2.3. Kerangka Konseptual
(Alrawhani dkk., 2025)

upn) dTwe[sy @

Perilaku kepatuhan terhadap kebijakan keamanan informasi dipengaruhi
ogh proses penilaian kognitif individu terhadap ancaman dan kemampuan penang-
g@langan yang dimilikinya. PMT menjelaskan bahwa individu akan terdorong un-
tek melakukan perilaku protektif apabila mereka menilai ancaman sebagai sesuatu
y?nng serius dan merasa mampu untuk melakukan tindakan perlindungan yang efek-
tif. Kerangka konseptual PMT dapat dilihat pada Gambar 2.3.

g Dalam konteks kepatuhan kebijakan keamanan informasi, self-efficacy
n&@ncerminkan keyakinan pegawai terhadap kemampuannya dalam memahami dan

nﬁ:_nj alankan kebijakan keamanan yang berlaku. Pegawai yang merasa mampu cen-

15
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derung lebih yakin untuk mematuhi aturan keamanan informasi yang ditetapkan
of2anisasi. Oleh karena itu, dapat dirumuskan hipotesis sebagai berikut:

g H1: Self-Efficacy (SE) berpengaruh positif terhadap Compliance with Infor-

mztion Security Policy (CISP).

o Selain itu, Response Efficacy menunjukkan sejauh mana pegawai meyakini
bahwa kebijakan dan prosedur keamanan informasi yang diterapkan organisasi
efektif dalam mencegah atau mengurangi ancaman. Apabila kebijakan keamanan
d%ersepsikan efektif, pegawai akan lebih termotivasi untuk mematuhi kebijakan
t&esebut. Dengan demikian, dirumuskan hipotesis sebagai berikut:

< H2: Response Efficacy (RE) berpengaruh positif terhadap Compliance with
Ilsgormation Security Policy (CISP).

=  Disisi lain, Response Cost menggambarkan persepsi pegawai terhadap pen-
g%banan yang harus dilakukan dalam menjalankan kebijakan keamanan informasi,
seperti tambahan waktu, usaha, atau ketidaknyamanan. Tingginya biaya yang di-
rasakan dapat menurunkan motivasi pegawai untuk berperilaku patuh. Oleh karena
itu, hipotesis yang dirumuskan adalah:

H3: Response Cost (RC) berpengaruh negatif terhadap Compliance with
Information Security Policy (CISP).

Faktor threat appraisal dalam PMT juga berperan penting dalam mem-
bentuk perilaku kepatuhan.Perceived vulnerability mencerminkan persepsi pe-
gawai terhadap kemungkinan terjadinya ancaman keamanan informasi yang dapat
berdampak pada dirinya maupun organisasi. Semakin tinggi tingkat kerentanan
yang dirasakan, semakin besar dorongan pegawai untuk mematuhi kebijakan kea-
m:"gnan informasi. Dengan demikian, dirumuskan hipotesis berikut:

2 H4:Perceived Vulnerability (PV) berpengaruh positif terhadap Compliance
v&‘h Information Security Policy (CISP).

E. Selanjutnya, Perceived Severity menggambarkan persepsi pegawai terhadap
ti&gkat keparahan dampak yang dapat timbul apabila terjadi pelanggaran keamanan
ir%ormasi. Ancaman yang dipersepsikan memiliki konsekuensi serius cenderung
nic:éndorong individu untuk melakukan perilaku protektif. Oleh karena itu, diru-
r@skan hipotesis sebagai berikut:

o HS: Perceived Severity (PS) berpengaruh positif terhadap Compliance with

Lo Y

bﬁormation Security Policy (CISP).
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19 )3BH @

BAB 3
METODOLOGI PENELITIAN

Metodologi adalah serangkaian metode, prosedur, dan teknik yang digu-

kan untuk mengumpulkan dan menganalisis data guna mencapai tujuan peneli-

—

ti@n atau proyek tertentu. Dalam penelitian ini Metodologi yang digunakan oleh
p%)iliti dapat dilihat pada Gambar 3.1.

=

Tahap Perencanaan

[ Menentukan Ruang Lingkup Penyelidikan ]—b[

Pemilihan Database ]

h

[ FPemrosesan Dokumen yang Dipilin ](—[ Femilihan Dokumen ]

|
v

[ Analisis dan Tampilan Hasil ]

nery wisey JreAg u

h 4

Tahap Pengumpulan Data

[ Survey ]—p[wgwan ca ra]

h 4

Tahap Pengolahan Data

[ Kuesioner ]—>[ SEM-PLS ]

h 4

Tahap Analisis

[ Outer Model ]—)—[Inner Model Ana_lisis H.ESH ]
Hipotesis

h 4

Tahap Akhir

Dokumentasi dan
Penyusunan Laporan

Gambar 3.1. Metodologi Penelitian
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3.1 Tahap Perencanaan

© Tahap perencanaan dilakukan melalui Systematic Literature Review (SLR)
u&uk menentukan ruang lingkup penelitian, mengidentifikasi tren dan research gap,
mgndapatkan peta tematik topik, klaster penelitian masa depan serta merumuskan
m}jdel dan variabel penelitian.

3;.1 Ruang Lingkup Penyelidikan

—  Penentuan ruang lingkup penyelidikan dilakukan untuk membatasi fokus
p@elitian agar sesuai dengan tujuan yang telah ditetapkan. Ruang lingkup ini men-
cakup topik penelitian, serta periode publikasi, sehingga kajian literatur yang di-
lakukan tetap terarah dan tidak melebar dari permasalahan penelitian.

5 Fokus penelitian ditetapkan pada isu security dan privacy dalam cloud com-
pm?;ing. Pemilihan tema ini didasarkan pada relevansi akademis maupun praktis,
dimana keamanan dan privasi menjadi faktor penting dalam menjaga kepercayaan
pgngguna, sementara teknologi cloud computing sendiri terus berkembang dan se-
makin luas diadopsi. Setelah menetapkan tema, peneliti melakukan pencarian
kata kunci yang diperlukan untuk pengambilan data dari database seperti Scopus
(Maalej dan Kallel, 2020).

3.1.2 Pemilihan Database

Penelitian mengenai keamanan dan privasi pada cloud computing banyak
dipublikasikan melalui berbagai media ilmiah, seperti jurnal, prosiding konferensi,
maupun buku, yang memiliki standar kualitas yang berbeda-beda. Salah satu in-
d%ll%ator penting dari kualitas publikasi adalah adanya proses peer review. Oleh
k'E;:arena itu, penelitian ini menggunakan Scopus sebagai sumber utama pengumpu-
lzﬁ’l data, karena artikel yang terindeks di dalamnya telah melalui proses peninjauan
o§h pakar di bidangnya. Scopus sendiri merupakan basis data kutipan dan abstrak
y§ng dikelola secara profesional oleh Elsevier dan mencakup literatur ilmiah dari
bngbagai disiplin ilmu. Berdasarkan hasil penelusuran di website resmi Scopus,
dﬁ)eroleh sejumlah artikel yang sesuai dengan tema penelitian, yaitu security dan
p%vacy dalam cloud computing. Namun, jumlah artikel tersebut kemudian disaring
I@ih lanjut berdasarkan kriteria tertentu, sehingga hanya publikasi yang memenuhi
pErsyaratan yang digunakan sebagai sumber data dalam penelitian ini.

7
3§.3 Pemilihan Dokumen

= Pemilihan dokumen dilakukan dengan menggunakan kata kunci yang rele-
vdh dengan topik penelitian. Artikel yang diperoleh kemudian diseleksi berdasarkan
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kriteria seperti pemilihan query pencarian, bahasa, tahap publikasi, sumber pub-
liRasi, jenis publikasi, tahun terbit, dan akses dokumen sehingga hanya dokumen

y%ng relevan yang digunakan dalam penelitian.
-~

31.3.1 Identifikasi Keyword

E- Identifikasi kata kunci merupakan langkah yang dilakukan peneliti untuk
menentukan istilah pencarian yang digunakan dalam penelitian. Pada penelitian ini,
identifikasi dilakukan dengan meninjau artikel dan jurnal yang relevan terkait isu
s%urity dan privacy dalam konteks cloud computing. Kata kunci berperan penting
karena menjadi dasar untuk mengevaluasi tren penelitian, jumlah publikasi, serta
komtribusi ilmiah pada topik tertentu, sekaligus menyederhanakan proses pencarian
liferatur dan membantu memahami peta penelitian di bidang terkait. Kata kunci
tessebut kemudian disusun dengan bantuan operator logika Boolean, seperti AND
ddh OR, guna mengombinasikan istilah pencarian secara efektif sehingga caku-
pgn pencarian lebih luas namun tetap relevan, dan dapat mendukung analisis bib-
liometrik yang akurat serta terarah.

Penelitian ini menggunakan keyword pencarian ”Security”, ”Privacy” dan
”Cloud Computing” dengan syntax pencarian: TITLE-ABS-KEY (”cloud comput-
ing” AND ”security” OR "data protection” OR “encryption” OR "authentica-
tion” OR "access control” AND privacy OR ”confidentiality” OR “data pri-
vacy”) AND PUBYEAR >2013 AND PUBYEAR <2025 AND ( LIMIT-TO (
SRCTYPE,”;” ) ) AND ( LIMIT-TO ( OA,’all” ) ) AND ( LIMIT-TO ( PUB-
STAGE, "final” ) ) AND ( LIMIT-TO ( SUBJAREA,”COMP”) ) AND ( LIMIT-TO
(POCTYPE,”ar” ) ) AND (LIMIT-TO ( LANGUAGE, "English” ) ) AND ( LIMIT-
Tm@ ( EXACTKEYWORD,”Cloud Computing” ) ). Keyword inilah yang nantinya
d@unakan peneliti dalam mencari data di database Scopus mengenai topik tersebut.

P§ncarian keyword dalam database Scopus dapat dilihat pada Gambar 3.2.

cloud computing security data -2025 946 results
TITLE-ABS-KEY(('cloud computing®) AND (*security" OR "data protection" OR "encryption" OR 'outhentication” OR "access

control’) AND ("privacy" OR "confidentiality” OR 'data privacy']) AND PUBYEAR > 2013 AND PUBYEAR < 2025 AND | LIMIT-

TO (SRCTYPEL}") ) AND  LIMIT-TO | OAall" | ) AND  LIMIT-TO | PUBSTAGEfinal” | ) AND | LIMIT-TO ( SUBJAREA/COMP" )

AND ( LIMIT-TO ( DOCTYPE,'ar" ) ) AND ( LIMIT-TO { LANGUAGE, English" ) ) AND ( LIMIT-TO  EXACTKEYWORD, Cloud

Computing' |

Show less A

Gambar 3.2. Pencarian Keyword di Database Scopus
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3.1.3.2 Batasan Search within Title, Abstract dan Keyword

©  Pencarian artikel dilakukan dengan menggunakan opsi Search Title, Ab-
sf_’glg:act, dan Keyword pada Scopus. Opsi ini dipilih agar hasil pencarian lebih fokus
d%l relevan, karena hanya menampilkan artikel yang secara eksplisit memuat kata
lagnci pada judul, abstrak, atau daftar kata kunci. Dengan demikian, publikasi yang
dgp?eroleh memiliki keterkaitan yang jelas dengan tema penelitian, yaitu security dan
p%_vacy dalam cloud computing, serta mengurangi kemungkinan masuknya artikel
ygﬁg tidak relevan.

3;.3.3 Batasan Tahun 2014 sampai 2024

¢»  Penelitian ini membatasi rentang waktu publikasi antara tahun 2014 hingga
2024. Rentang ini dipilih untuk memperoleh literatur yang relatif mutakhir sekali-
g?mrs cukup panjang untuk mengidentifikasi pola perkembangan penelitian selama
sdt dekade terakhir. Dengan batasan ini, analisis dapat menangkap tren jangka
pgnjang sekaligus melihat arah penelitian terbaru di bidang keamanan dan privasi

cloud computing.

3.1.3.4 Batasan Bahasa Inggris

Artikel yang dipilih dibatasi pada publikasi berbahasa Inggris. Pertimban-
gan ini didasarkan pada fakta bahwa bahasa Inggris merupakan bahasa internasional
dalam komunikasi ilmiah, sehingga literatur yang diperoleh lebih mudah diband-
ingkan secara konsisten dan memiliki jangkauan audiens yang lebih luas (Hyland,
2016).

34.3.5 Batasan Final Publikasi
<]
@  Hanya artikel dengan status final publication yang digunakan dalam peneli-

tian ini. Hal ini bertujuan untuk menghindari penggunaan artikel dalam status in
p%ss atau versi pra-cetak, yang masih mungkin mengalami perubahan. Dengan
demikian, data yang digunakan lebih stabil, kredibel, dan dapat dipertanggung-

jzgvabkan secara ilmiah.

<
3;[3.3.6 Batasan Jurnal
55 Peneliti membatasi media publikasi atau membatasi tipe dokumen yaitu ar-
tikel dan source type jurnal dalam melakukan pencarian data di database Scopus.

H4l ini dilakukan peneliti dengan tujuan untuk memperkecil jangkauan pencarian
dgt'a.
=
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3.1.3.7 Batasan Dokumen Artikel

©  Jenis dokumen yang dipilih dibatasi pada artikel yang terindeks Scopus.
@kumen tipe buku, bab atau prosiding konferensi tidak dimasukkan dalam peneli-
tign ini. Hal ini untuk menjaga konsistensi dan menjamin bahwa data bersumber

dari publikasi ilmiah yang diakui secara internasional.

—

)
3.8 Batasan Dokumen Open Access
/4

—  Penelitian ini juga menerapkan batasan pada artikel open access, agar data
y@g digunakan dapat diakses secara penuh tanpa hambatan. Selain memudahkan
pmoses verifikasi dan analisis lebih lanjut, penggunaan artikel open access juga se-

jakan dengan prinsip keterbukaan akses pengetahuan ilmiah.
=

34.4 Pemrosesan Dokumen yang Dipilih

; Dokumen yang telah terpilih selanjutnya diproses dengan menelaah isi ar-
tikel. Pada tahap ini, peneliti mengidentifikasi informasi penting seperti tujuan
p%nelitian, metode yang digunakan, variabel, serta temuan utama yang berkaitan

dengan penelitian.

3.1.5 Analisis dan Tampilan Hasil

Tahap analisis dilakukan dengan mengkaji hasil pemrosesan dokumen untuk
mengidentifikasi pola, kesamaan, dan perbedaan antar penelitian terdahulu. Hasil
analisis kemudian disajikan secara sistematis dalam bentuk peta tematik sebagai

dasar pendukung dalam penyusunan dan pengembangan penelitian ini.

3,2 Implementasi Penelitian

1818

Penelitian ini menggunakan pendekatan kuantitatif karena penelitian ini

b&tujuan untuk menguji hipotesis serta mengukur hubungan antar variabel secara
wn

nfmerik menggunakan analisis statistik. Desain ini memungkinkan peneliti untuk

n%lakukan generalisasi hasil temuan dari sampel terhadap populasi yang diteliti.

3’%.1 Tahap Pengumpulan Data

ﬁ. Pada fase pengumpulan data, dikumpulkan data data yang dapat berpenga-
I‘l,il terhadap kepatuhan kebijakan keamanan informasi untuk melakukan sebuah
A;flalisa. Penelitian ini menggunakan metode pengambilan data kuantitatif yaitu de-
n@n menyebarkan kuesioner. Menyebarkan kuesioner ini dilakukan secara offline
d% online agar data yang dihasilkan rill sudah tersusun dan mudah untuk dikelola.
Pgngambilan data responden tersebut menggunakan Metode Simple Random Sam-

pling yaitu pengambilan data sampel secara acak. Data responden yang didapatkan
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sebanyak 31 jawaban responden, dimana 18 data didapat secara offfine dan 13 data
d& online melalui Google Form. Data yang didapat tersebut diolah menggunakan
t(g:g)ls SmartPLS. Dimana yang menjadi kriteria responden dalam penelitian tersebut
a@alah Pegawai di Fakultas Sains dan Teknologi Universitas Islam Negeri Sultan
Sg_élrif Kasim Riau seperti dosen dan tenaga kependidikan, yang mana merupakan

pengguna sistem informasi di Universitas yang mengelola data akademik.

3 Padakuesioner yang disebarkan menggunakan beberapa skala likert dengan
Pg:njang 5 point dengan masing-masing point 1. Sangat Tidak Setuju (STS), 2.
Tadak Setuju (TS), 3. Netral (N), 4. Setuju (S), dan 5. Sangat Setuju (SS). Per-
tapyaan yang digunakan pada kuesioner tersebut menggunakan pertanyaan yang
berasal dari penelitian terdahulu. Indikator Pengukuran penelitian ini dapat dilihat
pada Tabel 3.1 di bawah ini.

)

2 Tabel 3.1. Indikator Pengukuran

A

9_3 Variabel Pernyataan

Efikasi Diri (Self-Efficacy) SE1: Saya mengetahui langkah-langkah yang harus dilakukan untuk

menjaga keamanan informasi di Universitas

SE2 : Saya mampu mengikuti kebijakan keamanan informasi yang

berlaku di Universitas

SE3 : Saya percaya diri dalam mengamankan akun dan data kerja

saya di Universitas

Efikasi Respons (Response Effi- REl: Kebijakan keamanan informasi Universitas efektif dalam

cacy) melindungi data

RE2 : Prosedur keamanan informasi dapat mencegah insiden kea-

manan informasi

9 p]

é: RE3 : Kepatuhan terhadap kebijakan keamanan informasi
2 meningkatkan keamanan sistem Universitas

E‘iaya Respons (Response Cost) RC1: Penerapan kebijakan keamanan informasi Universitas meng-
E_ hambat pekerjaan saya

E RC2 : Prosedur keamanan informasi memerlukan waktu tambahan
=, dalam pelaksanaan pekerjaan

é RC3 : Kepatuhan terhadap kebijakan keamanan informasi terasa
5. merepotkan

k%rsepsi Kerentanan (Perceived PV1: Saya berpotensi mengalami insiden keamanan informasi saat

Inerability) menggunakan sistem informasi Universitas

alahgunakan

penyalahgunaan
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Persepsi Keparahan (Perceived PS1: Pelanggaran keamanan informasi dapat merugikan reputasi

@verity ) Universitas

g PS2 : Kebocoran data mahasiswa atau pegawai dapat menimbulkan
= dampak yang serius

2 PS3: Saya dapat dikenai sanksi jika melanggar kebijakan keamanan
-9'- informasi Universitas

4]
§epatuhan Kebijakan Kea- CISP1: Saya mematuhi kebijakan keamanan informasi yang berlaku

manan Informasi (Compliance di Universitas

with  Information  Security CISP2: Saya tidak membagikan akun atau kata sandi kepada pihak

%licy) lain
< CISP3: Saya mengikuti prosedur keamanan informasi saat men-
w
c gelola data Universitas
@
=
4]
32.1.1 Survei

nel

Pengumpulan data pada penelitian ini dilakukan melalui metode survei
dengan menggunakan kuesioner sebagai instrumen utama. Survei bertujuan un-
tuk memperoleh data primer terkait persepsi dan perilaku responden terhadap
kepatuhan kebijakan keamanan informasi. Kuesioner disusun berdasarkan konstruk
dalam Protection Motivation Theory (PMT), yang meliputi perceived severity, per-
ceived vulnerability, response efficacy, self-efficacy, dan response cost, serta vari-
abel kepatuhan kebijakan keamanan informasi. Setiap pernyataan dirancang un-
tuk menggambarkan penilaian individu terhadap ancaman keamanan informasi dan
mekanisme koping yang memengaruhi keputusan responden dalam mematuhi kebi-

jdkan yang berlaku. Pengukuran dilakukan menggunakan skala Likert.
f+¥]

32.1.2 Wawancara
::'T Selain survei, metode wawancara digunakan sebagai data pendukung dalam
télap pengumpulan data. Wawancara dilakukan secara terstruktur kepada salah satu
]
pegawai di Fakultas Sains dan Teknologi untuk menggali pemahaman yang lebih
= . . . .
ngendalam mengenai motivasi, pengalaman, dan faktor-faktor yang memengaruhi
kgpatuhan terhadap kebijakan keamanan informasi (Lampiran A). Hasil wawancara
qunakan untuk memperkaya interpretasi data survei serta memberikan konteks

téthadap temuan kuantitatif yang diperoleh (Lampiran A).

7
32.2 Tahap Pengolahan Data

= Pada fase pengolahan data, data yang berhasil dikumpulkan dari kuesioner
ydng disebarkan kepada responden selanjutnya akan diolah dengan mengelom-

pgl_(kan data sesuai dengan klasifikasi penelitian terdahulu seperti jumlah respon-
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den, jumlah data berdasarkan gender, serta jabatan responden (Lampiran B). Data
t&Psebut akan diolah menggunakan fools SmartPLS.

2k
3&.2.1 Kuesioner
©  Data yang diperoleh dari kuesioner selanjutnya diproses pada tahap pen-

g-go;lahan data. Pada tahap ini dilakukan pemeriksaan terhadap kelengkapan dan
kensistensi jawaban responden. Data yang tidak lengkap atau tidak memenuhi
kriteria penelitian dikeluarkan dari proses analisis. Selanjutnya, jawaban respon-
d@ dikodekan ke dalam bentuk numerik dan disusun sesuai dengan indikator
mgsing-masing konstruk PMT dan variabel kepatuhan kebijakan keamanan infor-
masi. Tahap ini bertujuan untuk memastikan bahwa data yang digunakan siap untuk
dianalisis secara statistik.

-~
o
3.2.2.2 SEM-PLS
® Setelah data kuesioner dinyatakan layak, pengolahan data dilanjutkan de-

ngan menggunakan metode Structural Equation Modeling—Partial Least Squares
(SEM-PLS). Metode ini digunakan karena mampu menganalisis hubungan antar
variabel laten secara simultan serta sesuai untuk menguji model penelitian berbasis
PMT yang bersifat prediktif. Pada tahap ini dilakukan pemodelan konstruk laten

dan indikator berdasarkan kerangka konseptual penelitian.

3.2.3 Tahap Analisis

Setelah melakukan proses pengolaha n data menggunakan fools SmartPLS,
fase yang dilakukan berikutnya adalah analisis dan uji statisttka yang mana pada
fafe tersebut peneliti menggunakan metode deskriptif dalam menganalisis hasil dari
s%tistika yang telah diproses menggunakan tools SmartPLS, yang mana metode
tezsebut merupakan metode yang digunakan untuk memberikan gambaran ringkas

n%ngenai karakteristik data yang ada.

[

3&.3.1 Outer Model

E- Analisis outer model dilakukan untuk mengevaluasi hubungan antara in-
d%ator dan konstruk laten dalam model penelitian. Pengujian ini bertujuan untuk
@nilai validitas dan reliabilitas indikator yang digunakan dalam mengukur kon-
sftuk PMT dan kepatuhan kebijakan keamanan informasi. Validitas dan reliabilitas
dﬁiji untuk memastikan bahwa setiap indikator mampu merepresentasikan konstruk

yﬁlg diukur secara akurat dan konsisten.
=1
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3.2.3.2 Inner Model

©  Setelah outer model memenuhi kriteria yang ditetapkan, analisis dilanjutkan
p@a inner model. Analisis ini bertujuan untuk menguji hubungan antar konstruk
d(?:ljam kerangka Protection Motivation Theory, khususnya pengaruh persepsi anca-
man dan mekanisme penyelesaian terhadap kepatuhan kebijakan keamanan infor-
nisi. Hasil analisis inner model digunakan untuk menguji hipotesis penelitian serta

n%njelaskan kekuatan dan arah hubungan antar variabel dalam model penelitian.

32.3.3 Analisis Hasil Hipotesis
—  Tahap analisis hasil hipotesis merupakan tahap lanjutan setelah evaluasi
model pengukuran (outer model) dan model struktural (inner model) dinyatakan
memenuhi kriteria kelayakan. Pada tahap ini dilakukan pengujian hipotesis peneli-
tian untuk mengetahui arah dan besaran pengaruh antar variabel dalam model
péhelitian yang telah dirumuskan.

©

c
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BAB 5
PENUTUP

Kesimpulan

diofieH @

Bagian ini menyajikan kesimpulan dari seluruh rangkaian penelitian yang
téhah dilakukan. Kesimpulan disusun untuk merangkum temuan utama penelitian
setara sistematis. Pembahasan pada bagian ini bertujuan untuk menjawab tujuan
pgﬁelitian dan menegaskan kontribusi penelitian terhadap pengembangan kajian

k€amanan dan privasi data, dan perilaku kepatuhan pengguna.
7
5¢b.1 Perkembangan Isu Keamanan dan Privasi

5 Berdasarkan hasil analisis bibliometrik terhadap publikasi ilmiah periode
ﬁl 4-2024, dapat disimpulkan bahwa isu keamanan dan privasi pada cloud comput-
i’g menunjukkan perkembangan yang signifikan dan berkelanjutan. Jumlah pub-
lizasi mengalami peningkatan yang cukup tajam sejak tahun 2018 dan mencapai
puncaknya pada tahun-tahun berikutnya, meskipun terjadi fluktuasi pada periode
tertentu. Pola rata-rata kutipan tahunan juga memperlihatkan bahwa topik ini memi-
liki dampak ilmiah yang kuat, ditandai dengan meningkatnya perhatian akademisi
terhadap isu keamanan dan privasi, khususnya pada periode ketika teknologi cloud
computing semakin luas diadopsi. Dominasi jurnal bereputasi seperti IEEE Ac-
cess serta produktivitas penulis dan negara tertentu, terutama China dan India, me-
nunjukkan bahwa penelitian di bidang ini telah menjadi fokus utama dalam kajian
global.

g.? Hasil analisis jaringan kata kunci dan word cloud menunjukkan bahwa cloud
c@mputing, cryptography, dan data privacy merupakan topik yang paling sering
d@ahas dan memiliki keterkaitan yang kuat satu sama lain. Peta kolaborasi in-
t%nasional memperlihatkan adanya kerja sama lintas negara yang intens, terutama
aEEara negara-negara Asia, Eropa, dan Amerika, dengan China, India, Australia,
Imperis, dan Malaysia sebagai pusat kolaborasi utama. Hal ini mengindikasikan
b?lwa penelitian keamanan dan privasi dalam cloud computing bersifat global dan

multidisipliner, serta terus berkembang melalui kolaborasi internasional.

\2 Berdasarkan analisis peta tematik, klaster Data Privacy berada pada posisi
y%g strategis dan memiliki peran penting dalam struktur penelitian keamanan dan
p&vasi cloud computing. Oleh karena itu, klaster Data Privacy dipilih sebagai tema
bgsar yang mendasari penelitian ini. Fokus penelitian selanjutnya diarahkan pada

agahsm kebijakan keamanan informasi sebagai bentuk implementasi perlindungan
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privasi data di dalam organisasi. Pemilihan fokus ini dinilai relevan karena kebi-
jz@an keamanan informasi merupakan instrumen utama dalam mengendalikan per-
i@(u pengguna serta menjaga keamanan dan privasi data dalam lingkungan cloud
czzjmputing.
5?—)1.2 Kepatuhan Kebijakan Keamanan Informasi

3 Hasil evaluasi model pengukuran menunjukkan bahwa model telah
memenuhi kriteria validitas dan reliabilitas. Seluruh konstruk memenuhi validitas
kglvergen (AVE > 0,50) dengan rentang angka 0.522 - 0.834 dan validitas diskrimi-
nan berdasarkan kriteria Fornell-Larcker. Uji reliabilitas menunjukkan bahwa selu-
ruh konstruk memenuhi kriteria composite reliability dengan rentang angka 0.749
—%.938, dan uji multikolinearitas menunjukkan tidak adanya masalah multikolin-
eaitas (VIF < batas yang direkomendasikan) dengan rentang angka 1.184 - 1.552.
]ﬂngan demikian, model pengukuran dan model struktural dinyatakan layak untuk
ag)alisis lanjutan.

Berdasarkan hasil pengujian hipotesis menggunakan metode bootstrapping,
ditemukan bahwa dari lima hipotesis yang diuji, hanya Perceived Severity dan Re-
sponse Cost yang terbukti berpengaruh signifikan terhadap Compliance with Infor-
mation Security Policy dengan angka. Perceived Severity diterima, berpengaruh
positif, dan signifikan dengan nilai p-value (0,041) lebih kecil dari 0,05, dan nilai t-
statistic sebesar 2,046 lebih besar dari 1,96, yang mengindikasikan bahwa semakin
tinggi persepsi individu terhadap tingkat keparahan ancaman keamanan informasi,
maka semakin tinggi tingkat kepatuhan terhadap kebijakan keamanan informasi.
Sé?)aliknya, Response Cost diterima, berpengaruh negatif, dan signifikan dengan ni-
lat p-value (0,009) lebih kecil dari 0,05, dan nilai t-statistic sebesar 2,609 lebih besar
dﬁi 1,96, yang menunjukkan bahwa semakin besar persepsi individu terhadap bi-
aEa atau hambatan dalam menerapkan perilaku keamanan, maka tingkat kepatuhan
aR’an menurun secara signifikan. Sementara itu, Perceived Vulnerability, Response
@‘_icacy, dan Self-Efficacy tidak menunjukkan pengaruh yang signifikan. Secara
késeluruhan, temuan ini menegaskan bahwa faktor ancaman dan hambatan peri-
lzﬁg-u lebih dominan dalam memengaruhi kepatuhan kebijakan keamanan informasi

(ig)andingkan faktor efikasi dalam konteks penelitian ini.
Lo Y

53 Saran
& Seiring dengan perkembangan teknologi informasi dan meningkatnya peng-
ggnaan sistem informasi dalam organisasi, permasalahan keamanan informasi men-

j&li isu yang semakin penting untuk diperhatikan. Berdasarkan hasil penelitian
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ini, disarankan agar organisasi meningkatkan upaya dalam membangun kesadaran
k& manan informasi kepada pengguna, khususnya terkait dampak serius yang da-
p% ditimbulkan akibat pelanggaran kebijakan keamanan informasi. Upaya tersebut
d’gfpat dilakukan melalui pelatihan, simulasi insiden keamanan, serta penyampaian
kebijakan secara berkala.

Y Selain itu, organisasi disarankan untuk meninjau dan menyederhanakan
kanijakan keamanan informasi agar lebih mudah dipahami dan diterapkan oleh
pengguna. Pengurangan hambatan dalam penerapan kebijakan diharapkan dapat
nteningkatkan tingkat kepatuhan pengguna terhadap kebijakan keamanan informasi
yﬁ-g telah ditetapkan.

= Bagi penelitian selanjutnya, disarankan untuk menambahkan variabel lain
d;;duar Protection Motivation Theory, seperti faktor budaya organisasi, pengaruh
mgnajemen, atau mekanisme pengawasan, guna memperoleh gambaran yang lebih
luas mengenai faktor-faktor yang memengaruhi kepatuhan kebijakan keamanan in-
f(g):rmasi. Penelitian selanjutnya juga dapat dilakukan pada objek dan sektor yang
berbeda agar hasil penelitian dapat dibandingkan dan digeneralisasikan dengan
lebih baik.
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LEMBAR WAWANCARA PENELITIAN TUGAS AKHIR
ANALISIS KEPATUHAN KEBLAKAN KEAMANAN INFORMASI

BERDASARKAN TREN KEAMANAN DAN PRIVASI DENGAN PROTECTION

MOTIVATION THEORY
Peneliti : Rahmant Afriyanto
Tanggal/Wakiu : 30 Desember 2025/ 11,30-12.00 WIB
Tempat : Ruang Program Studi Sistem Informasi
MNarasumber » Alwizar, 5. Ag
Jabatan : Admin Program Studi Sistem Informasi
Pertanyaan :

A. Threat Appraisal (Penilaian Ancaman)

2

Apakah Anda merasa data yang Anda kelola saat ini (seperti data mahasiswa atau
data kerja) mumlull risiko tinggi untuk dualahgumkun 7

Levamt ad . Aata__ di {ingkunden pragea m
b . | ka.‘or. (kquﬂmn cot

Seberapa besar dampak yang Anda bayangkan akan terjadi pada Universitas jika
terjadi kebocoran data hesar? .
Damfatnya akan rang ok ,erts ol Unndriibgs don mongmug
fma \AE [Aorrflas

B. Coping Appraisal (Penilaian Penanganan)
1. Sejauh mana Anda memahami langkah-langkah keamanan informasi yang ada di

Universitas, dan npakah Anda merasa fasilitas atau panduan yang diberikan sudah
cukup membuat Anda percaya diri dalam mengamankan akun peibadi?
Katay  cuma donkl pasfiwerd , Saya, bitaperampita

LT s “’"“'"?‘ Wil Dunyae raga Qrigger send
dovet fardvanipmh mpes  unirsive).

Menurut pandangan Anda, apakah kebijakan keamanan informasi yang diterapkan
Untversitas saat ini sudah cukup kuat untuk mencegah terjadinyn kebocaran data

dlau serangan siber”?
Vit bifaican \pamantn InFom el vaUAles  agen  ped looak,

Tor  nyabeyn, aosh ch'd Hfjadf {m.a,-n t-bﬂ'r ek h.d&ﬂk
UniRATTLT. BATH e i,

Gambar A.2. Formulir Wawancara Halaman 1
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i

Banyuk yang merusu prosedur keamanan sering kali memperlambat alur kerja.
Bagaimana pengalaman Anda sendiri? Apukah ada prosedur terteniu yung
menurut Anda ferasa merepotkan atan menghambat umdul.llx itas harian?
%lwu?p Yrotedvr KtoManen mMacg (v amg  Hrese mtropottan,
la Qo5 cf pat € .
polcryash n.on) ph .t

C. Behavioral Intention & Actual Behavior (Perilaku)

-

Bisa diceritakan bagaimana praklik nyata Anda dalam menjaga keamanan data
selama ini? (Contoh: cara mengelola password, penggunaan perangkat pribadi,
atau berbogi akses akun),

HP.

Apakah kepamhan Anda saat ini lebih didorong oleh kesadaran akan pentingnya

keamanan data, atau lebih karena adanya rasa takut terhadap sanksi yang mungkin

diberikan oleh Universitas?

le@atuman  karnadap  [Lbijakan  [ceokenan  Informacl Usporsia s

adt, wargr  ala ﬂ-h’s ya l:lfd!u v P-ﬂhh;, w-'nﬂvq brcan

r\'\l}h\c Snya lagen p‘aiuﬂ bue n np.-mr Mkur ,n‘aMw
ey, nakbbol L0 '

D. Harapan

Melihat tren ancaman privasi saat ini, menurut Anda apa yang paling perlu
diperbuiki olch Universitas agar karyawan merasa lebih mudah dan termotivasi

untuk p.nuh pada kebijakan keamanan informasi?
Uit a fPHiy tnelatvian Sotia ((sas, .,ca-. mla h'l-a»- Eerfonil

Pekanbaru, 30 Desember 2025
-\'urnsurnbu

b t.M

.‘\I\\u.at, S5.Ap
NIP. 197605122025211011

Gambar A.3. Formulir Wawancara Halaman 2
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LAMPIRAN B
KUESIONER PENELITIAN

)NeH @

SURVEI KUESIONER PENELITIAN TUGAS AKHIR
ANALISIS KEPATUHAN KEBIJAKAN KEAMANAN INFORMASI
BERDASARKAN TREN KEAMANAN DAN PRIVASI DENGAN PROTECTION
MOTIVATION THEORY

Petunjuk Pengisian Kuesioner :

Responden diminta untuk memberikan jawaban yang sesuai dengan menandai ceklis (v') dan
penilaian dilakukan dengan menggunakan Skala Likert lima poin.

Keterangan :

Sangat Tidak Setuju (STS) Setuju (S)

Tidak Setuju (TS) Sangat Setuju (SS)
Netral (N)

Identitas Responden

Jenis Kelamin [ ] Laki-laki [ ] Perempuan
Usia [ ] <25Tahun [ | 45-54 Tahun
[ ] 25-3¢ Tahun [__] > 55 Tahun
(] 35-44 Tahun
Status Pekerjaan [ ] Dosen [ ] Tenaga Kependidikan
L] R 1T 11 L S
Unit Kerja [ ] Akademik
(] Unmum
L] Keuangan
L] VAR o 5 s i s e L i R

Apakah Anda pernah mengikuti pelatihan

[ ] Pernah [ ] Tidak Pernah

keamanan informasi?

Seberapa sering Anda menggunakan sistem [ | Jarang
informasi Universitas (Website Akademik [ ] Kadang-kadang
FST, iRaise, E-Learning, dan lainnya) dalam [ Sering
pekerjaan sehari-hari? (] Sangat Sering

Gambar B.1. Kuesioner Penelitian
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Daftar Pernyataan

No Pernyataan STS TS S8
I. | Saya mengetahui langkah-langkah yang harus
dilakukan untuk menjaga keamanan informasi
di Universitas
2. | Saya mampu mengikuti kebijakan keamanan
informasi vang berlaku di Universitas
3. | Saya percaya diri dalam mengamankan akun
dan data kerja saya di Universitas
4. | Kebijakan keamanan informasi Universitas
efektif dalam melindungi data
5. | Prosedur keamanan informasi dapat mencegah
insiden keamanan informasi
6. | Kepatuhan terhadap kebijakan keamanan
informasi meningkatkan keamanan sistem
Universitas
7. | Penerapan kebijakan keamanan informasi
Universitas menghambat pekerjaan saya
8. | Prosedur keamanan informasi memerlukan
waktu tambahan dalam pelaksanaan pekerjaan
9. | Kepatuhan terhadap kebijakan keamanan
informasi terasa merepotkan
10. | Saya berpotensi mengalami insiden keamanan
informasi saat menggunakan sistem informasi
Universitas
11. | Data yang saya kelola di Universitas berisiko
bocor atau disalahgunakan
12. | Akun atau perangkat kerja saya dapat menjadi
target penyalahgunaan
13. | Pelanggaran keamanan informasi dapat
merugikan reputasi Universitas
14. | Kebocoran data mahasiswa atau pegawai
dapat menimbulkan dampak yang serius
15. | Saya dapat dikenai sanksi jika melanggar
kebijakan keamanan informasi Universitas
16. | Saya mematuhi kebijakan keamanan informasi
yang berlaku di Universitas
17. | Saya tidak membagikan akun atau kata sandi
kepada pihak lain
18. | Saya mengikuti prosedur keamanan informasi
saat mengelola data Universitas
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LAMPIRAN C
DOKUMENTASI

Gambar C.1. Dokumentasi Responden Kuesioner
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U.\/I Hak Cipta Dilindungi Undang-Undang

..u. ...l 1. Dilarang mengutip sebagian atau seluruh karya tulis ini tanpa mencantumkan dan menyebutkan sumber:

lf h.. a. Pengutipan hanya untuk kepentingan pendidikan, penelitian, penulisan karya ilmiah, penyusunan laporan, penulisan kritik atau tinjauan suatu masalah.
l/\n_ b. Pengutipan tidak merugikan kepentingan yang wajar UIN Suska Riau.

ORSOeR XTAL 2. Dilarang mengumumkan dan memperbanyak sebagian atau seluruh karya tulis ini dalam bentuk apapun tanpa izin UIN Suska Riau.



UIN SUSKA RIAU

if Kasim Riau

Hak Cipta Dilindungi Undang-Undang

1. Dilarang mengutip sebagian atau seluruh karya tulis ini tanpa mencantumkan dan menyebutkan sumber:
a. Pengutipan hanya untuk kepentingan pendidikan, penelitian, penulisan karya ilmiah, penyusunan laporan, penulisan kritik atau tinjauan suatu masalah.
b. Pengutipan tidak merugikan kepentingan yang wajar UIN Suska Riau.

2. Dilarang mengumumkan dan memperbanyak sebagian atau seluruh karya tulis ini dalam bentuk apapun tanpa izin UIN Suska Riau.



‘nery e)sng NiN Wizl edue)y undede ynjuaq weep Ul siin} eA1ey yninjas neje ueibeqas yeAueqladwaw uep ueyjwnuwnbuaw Buele|iq 'z

NV vISNS NIN
o

‘nery eysng NiN Jefem BueA uebuuaday ueyiBnisw yepn uedynbuad g

‘yelesew niens uenelun neje ynuy uesinuad ‘uelode| ueunsnAuad ‘yeiw | efuey uesiinuad ‘ueniguad ‘ueyipipuad uebunuaday ¥njun eAuey uednnbusd ‘e

Jequins ueyngaAusw uep ueywnuesusw edue) 1ul SNy ARy ynunjes neje ueibegses diynbusw Buelseq ‘|

Buepun-6uepun 16unpuljig eydid xeH

DAFTAR RIWAYAT HIDUP

Rahmat Afriyanto lahir di Pekanbaru pada tanggal 24 Septem-
ber 2003. Peneliti merupakan anak dari Bapak Afrizal dan Ibu
Triwati, serta merupakan anak terakhir dari tiga bersaudara.
Pendidikan formal peneliti dimulai pada tahun 2010 di MIS
Darul Ulum. Setelah menyelesaikan pendidikan Sekolah Dasar,
peneliti melanjutkan pendidikan ke jenjang Sekolah Menengah
Pertama di SMP Negeri 13 Pekanbaru dan lulus pada tahun
26419. Selanjutnya, peneliti menempuh pendidikan Sekolah Menengah Kejuruan
dg’SMK Negeri 1 Pekanbaru dengan jurusan Teknik Komputer dan Jaringan. Sete-
1h lulus pada tahun 2022, peneliti melanjutkan pendidikan ke jenjang Strata-1 se-
b#gai Mahasiswa Program Studi Sistem Informasi, Fakultas Sains dan Teknologi,
U&;riversitas Islam Negeri Sultan Syarif Kasim Riau. Selama masa perkuliahan,
peneliti aktif dalam berbagai kegiatan organisasi dan kepanitiaan, di antaranya ter-
gabung dalam Information System Networking Club (ISNC) Research, serta Him-
punan Mahasiswa Sistem Informasi (HIMASI). Tidak hanya berfokus pada pem-
belajaran di dalam kelas, peneliti turut mengikuti Program Merdeka Belajar Kam-
pus Merdeka (MBKM) melalui studi independen bersertifikat di Bangkit Academy
2024 Batch 2 pada alur pembelajaran Cloud Computing. Peneliti menyelesaikan
pendidikan Strata-1 setelah berhasil menuntaskan Tugas Akhir dengan judul “Anal-
isis Kepatuhan Kebijakan Keamanan Informasi Berdasarkan Tren Keamanan Dan
P

—

ivasi Dengan Protection Motivation Theory”
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