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ABSTRAK 
 
 Proses absensi mahasiswa yang masih dilakukan secara manual sering menimbulkan berbagai 

permasalahan, seperti kurangnya efisiensi waktu dan potensi terjadinya kecurangan. Oleh karena itu, 

diperlukan sebuah sistem absensi yang lebih efektif dan akurat. Penelitian ini bertujuan untuk merancang dan 

membangun sistem absensi elektronik berbasis Internet of Things (IoT) yang memanfaatkan kartu RFID 

sebagai identitas mahasiswa, ESP32 sebagai pengendali utama, ESP32-CAM sebagai perangkat verifikasi 

visual, serta aplikasi Telegram sebagai media pengiriman data kehadiran secara real-time. Pada proses 

absensi, mahasiswa melakukan pemindaian kartu RFID, kemudian sistem secara otomatis mengambil foto 

wajah menggunakan ESP32-CAM sebagai bukti verifikasi. Data kehadiran mahasiswa selanjutnya 

dikirimkan ke dosen melalui bot Telegram.Hasil pengujian menunjukkan bahwa sistem absensi mampu 

bekerja dengan baik, di mana pembacaan kartu RFID, pengambilan gambar wajah, dan pengiriman data ke 

Telegram dapat dilakukan secara real-time. Sistem ini juga mampu membedakan kartu RFID yang terdaftar 

dan tidak terdaftar, sehingga dapat meminimalkan kecurangan dalam proses absensi.  

Kata Kunci: Absensi Elektronik; ESP32; IoT; Kartu Absen; RFID; Telegram  
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ABSTRACT 
 
The manual student attendance process often leads to various problems, such as low time efficiency and the 

potential for fraudulent practices. Therefore, a more effective and accurate attendance system is required. 

This research aims to design and develop an electronic attendance system based on the Internet of Things 

(IoT) that utilizes RFID cards as student identification, ESP32 as the main controller, ESP32-CAM as a 

visual verification device, and the Telegram application as a real-time attendance data transmission 

medium. During the attendance process, students scan their RFID cards, after which the system 

automatically captures facial images using the ESP32-CAM as verification evidence. The student 

attendance data are then transmitted to the lecturer via a Telegram bot. The testing results show that the 

attendance system functions properly, where RFID card reading, facial image capture, and data 

transmission to Telegram can be performed in real time. In addition, the system is capable of distinguishing 

between registered and unregistered RFID cards, thereby minimizing the potential for fraud in the 

attendance process. 

Keywords: Electronic Attendance; ESP32; IoT; Attendance Card; RFID; Telegram.  
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BAB I  

PENDAHULUAN 

 

1.1 Latar Belakang 

Proses absensi dalam dunia pendidikan tinggi memiliki peranan yang sangat penting, 

tidak hanya sebagai indikator partisipasi mahasiswa dalam kegiatan perkuliahan, tetapi 

juga sebagai salah satu elemen vital dalam manajemen akademik dan administratif di 

perguruan tinggi. Kehadiran mahasiswa sering digunakan sebagai dasar penilaian 

akademik, di mana tingkat kehadiran dapat mempengaruhi penilaian kinerja dan 

pencapaian tujuan pembelajaran [1]. Meskipun absensi merupakan bagian integral dari 

proses pendidikan, metode konvensional yang masih banyak diterapkan di perguruan tinggi 

seperti pemanggilan mahasiswa secara satu persatu, metode ini dapat menimbukan 

ketidakakuratan dan juga manipulasi absensi [2]. 

Ketidakakuratan dan manipulasi absensi tersebut juga dijumpai di Prodi Teknik 

Elektro UIN Sutan Syarif Kasim Riau. Berdasarkan hasil wawancara dengan Admin 

Program Studi Teknik Elektro Universitas Islam Negeri Sultan Syarif Kasim, diketahui 

bahwa saat ini pada program studi teknik elektro, proses absensi di kelas masih dilakukan 

dengan cara manual yaitu dengan cara dosen memanggil nama mahasiswa satu persatu dan 

kemudian dosen akan mengisikan status absensi mahasiswa kedalam website pendataan 

universitas. Dalam pengaplikasiannya, metode tersebut memiliki kemungkinan terjadinya 

kecurangan dalam proses absensi oleh mahasiswa khususnya ketika dosen masih belum 

mengenali tiap wajah mahasiswa di awal pertemuan perkuliahan sehingga dapat menjadi 

masalah serius jika tidak segera ditemukan solusi nya. Selain kemungkinan kecurangan, 

waktu yang digunakan untuk proses absensi tersebut juga memakan waktu pertemuan yang 

cukup lama saat perkuliahan dikarenakan proses absensi dilakukan ketika dosen sudah 

berada di dalam kelas dan jam perkuliahan dimulai. 

Beberapa penelitian sebelumnya telah dilakukan untuk mengatasi permasalahan 

absensi. Penelitian ini mengembangkan sistem absensi berbasis pengenalan wajah yang 

mampu mendeteksi wajah secara real-time dan menyimpan data absensi, namun 

memerlukan perangkat kamera dan komputer dengan biaya implementasi yang relatif 

tinggi [3]. Penelitian selanjutnya, merancang sistem absensi berbasis website yang 

memungkinkan pengelolaan data absensi oleh mahasiswa dan dosen, tetapi masih memiliki 
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potensi kecurangan karena akses akun dapat disalahgunakan [4]. Penelitian ini juga 

mengembangkan sistem absensi berbasis aplikasi Android dan server khusus, namun 

memiliki tingkat kompleksitas serta biaya pengembangan dan pemeliharaan yang tinggi 

[5]. Penelitian ini mengimplementasikan sistem absensi berbasis RFID yang berfungsi 

dengan baik, tetapi membutuhkan perangkat tambahan seperti server dan komputer di 

setiap ruang kuliah [6]. Sementara itu, penelitian lainnya juga mengembangkan sistem 

absensi berbasis web yang mampu mencatat kehadiran secara real-time, namun 

memerlukan waktu, biaya, dan pemeliharaan sistem yang tidak sedikit [7]. 

Berdasarkan penelitian yang sudah dilakukan sebelumnya, penulis akan 

mengembangkan sebuah perangkat absensi yang memanfaatkan teknologi RFID pada kartu 

absen yang sudah umum digunakan oleh mahasiswa. Sistem ini akan mengintegrasikan 

Telegram sebagai media penghubung antara mahasiswa, dosen, dan perangkat absensi, 

mengingat Telegram merupakan aplikasi yang sudah banyak digunakan. Selain itu, 

perangkat ini akan dilengkapi dengan fitur verifikasi visual menggunakan ESP32cam untuk 

mengambil gambar wajah mahasiswa yang melakukan absensi. Sistem ini juga 

memungkinkan dosen untuk memastikan jumlah kehadiran kelas secara keseluruhan 

dengan menyediakan bukti visual berupa gambar kondisi kelas hingga akhir sesi 

perkuliahan. 

Perangkat absensi yang ditawarkan ini dapat menjadi salah satu solusi yang dapat 

mengatasi kendala-kendala tersebut, dengan mengimplementasikan teknologi berbasis 

Internet of Things (IoT), yang memungkinkan proses absensi dilakukan secara otomatis. 

Adapun mikrokontroler yang menjadi komponen utama disini menggunakan 

mikrokontroller ESP32. Mikrokontroler ESP32 merupakan sebuah varian canggih yang 

dikembangkan oleh Espressif Systems sebagai penerus dari ESP8266. ESP32 memiliki 

kompatibilitas penuh dengan lingkungan pengembangan Arduino IDE, serta dilengkapi 

dengan modul WiFi dan Bluetooth Low Energy (BLE) yang terintegrasi dalam satu chip. 

Fitur-fitur tersebut menjadikan ESP32 sebagai platform andal yang sangat ideal untuk 

membangun berbagai aplikasi berbasis Internet of Things (IoT) [8]. 

Mikrokontroler ESP32 mampu berfungsi sesuai dengan kebutuhan dan preferensi 

pengguna karena sebelum dioperasikan dalam sebuah sistem, perangkat ini terlebih dahulu 

diprogram melalui aplikasi Arduino IDE. Dalam proses ini, pengguna membuat sketch file 

yang berisi source code atau program untuk mengatur perilaku ESP32 agar sesuai dengan 
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tujuan yang diinginkan. Setelah source code selesai dibuat, Arduino IDE akan melakukan 

proses compiling, menghasilkan file dengan format HEX. File HEX ini merupakan hasil 

konversi source code ke dalam bahasa mesin yang dapat dipahami oleh ESP32. 

Selanjutnya, file HEX tersebut diunggah ke ESP32, memungkinkan perangkat untuk 

beroperasi sesuai dengan instruksi dan kebutuhan pengguna [9]. 

Salah satu teknologi yang diterapkan dalam sistem absensi ini adalah Radio Frequency 

Identification (RFID). RFID adalah teknologi yang menggunakan gelombang radio untuk 

mentransmisikan informasi antara tag dan pembaca (reader), sehingga memungkinkan 

identifikasi objek atau individu dengan cara yang cepat dan otomatis [10]. Dalam konteks 

perguruan tinggi, teknologi RFID dapat digunakan untuk memverifikasi kehadiran 

mahasiswa dengan menggunakan kartu absen yang telah dilengkapi dengan chip RFID. 

Kartu ini sudah umum digunakan di sebagian besar perguruan tinggi, yang menjadikannya 

perangkat yang praktis [11]. 

Dalam pemanfaatan kartu absen yang telah dilengkapi dengan tag RFID, sistem 

absensi berbasis RFID dapat secara otomatis mencatat identitas mahasiswa begitu mereka 

mendekatkan kartu absen mereka pada pembaca RFID yang terpasang di ruang kelas. 

Proses ini tidak hanya menghemat waktu, tetapi juga dapat mengurangi potensi kesalahan 

manusia yang dapat terjadi dalam pencatatan manual. Sistem ini, data absensi dapat 

tercatat secara otomatis dan dapat diakses secara real-time, yang memungkinkan dosen 

perkuliahan untuk memantau kehadiran mahasiswa secara lebih mudah dan akurat. 

Selain mengidentifikasi mahasiswa yang hadir, sistem ini juga dilengkapi dengan 

kemampuan untuk menangkap foto wajah mahasiswa menggunakan modul kamera ESP32-

CAM. Fitur ini memberikan lapisan verifikasi tambahan, di mana foto wajah mahasiswa 

yang hadir dapat langsung dikirimkan bersamaan dengan data absensi mereka. Foto wajah 

ini tidak hanya berfungsi sebagai bukti pendukung, tetapi juga sebagai langkah preventif 

untuk menghindari potensi penyalahgunaan sistem absensi, seperti absensi atas nama orang 

lain. Data kehadiran yang tercatat juga lebih dapat dipertanggungjawabkan dan lebih 

akurat, karena setiap mahasiswa yang melakukan absensi dapat teridentifikasi dengan jelas 

melalui gabungan data RFID dan gambar wajah yang diambil pada saat itu juga. 

Selain itu, sistem ini juga menyediakan fitur tambahan yang sangat berguna bagi dosen 

dalam memantau kehadiran mahasiswa secara lebih terperinci. Dosen dapat meminta foto 

kondisi kelas melalui bot Telegram yang terintegrasi dengan sistem absensi. Ketika 
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diminta, bot Telegram akan mengirimkan foto kondisi kelas yang diambil secara langsung 

menggunakan kamera ESP32-CAM, yang memungkinkan dosen untuk memverifikasi 

jumlah mahasiswa yang hadir dalam kelas pada saat tersebut. Fitur ini memiliki tujuan 

untuk memastikan bahwa jumlah mahasiswa yang tercatat hadir di sistem sesuai dengan 

kondisi aktual yang ada di dalam kelas, bahkan hingga akhir perkuliahan. Hal ini penting 

karena dosen dapat dengan cepat mengetahui apakah ada mahasiswa yang meninggalkan 

kelas lebih awal atau jika terdapat ketidaksesuaian antara data absensi dan kondisi di 

lapangan. 

Penggunaan Telegram dalam sistem ini dipilih karena Telegram menyediakan fitur 

BotFather yang memungkinkan pembuatan bot secara mudah dan dapat disesuaikan 

dengan kebutuhan spesifik [12]. BotFather memungkinkan pengembangan bot dengan 

fungsionalitas yang sangat fleksibel, yang dalam hal ini dapat digunakan untuk 

mengirimkan informasi absensi mahasiswa, termasuk identitas dan foto wajah mereka, 

serta foto kondisi kelas yang diminta oleh dosen. Fitur bot telegram ini juga dapat 

menerima, informasi secara otomatis dan real-time oleh dosen melalui aplikasi yang sudah 

umum mereka gunakan, yang membuatnya sangat praktis dan efisien. 

Selain kemudahan teknis dalam pengembangan, Telegram juga memberikan tingkat 

kecepatan dan keamanan yang tinggi dalam pengiriman data [13]. Platform ini 

memungkinkan pengiriman data dalam berbagai format, seperti teks, gambar, dan video, 

yang mendukung fungsionalitas sistem absensi ini untuk mengirimkan berbagai informasi 

penting secara langsung kepada dosen. Kemampuan untuk mengirim foto kondisi kelas 

dengan mudah melalui Telegram juga memastikan bahwa dosen dapat memantau 

kehadiran mahasiswa secara lebih terstruktur dan transparan. 

Maka dari itu dengan mengintegrasikan teknologi RFID pada kartu absen yang telah 

digunakan secara luas di kampus, modul ESP32-CAM, serta Telegram sebagai platform 

komunikasi, sistem absensi yang dirancang dalam penelitian ini diharapkan dapat menjadi 

solusi yang dapat diandalkan dalam pengelolaan absensi mahasiswa di perguruan tinggi. 

Selain mengatasi permasalahan terkait kemungkinan kecurangan absensi oleh mahasiswa, 

serta mempermudah dosen dalam memantau kehadiran mahasiswa secara real-time dan 

lebih efisien.  
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1.2 Rumusan Masalah  

1. Bagaimana cara merancang sistem absensi yang mampu meminimalkan kecurangan 

pada absensi manual dikelas? 

2. Bagaimana cara memanfaatkan kamera ESP32-CAM mengambil foto mahasiswa 

secara otomatis saat melakukan absensi menggunakan kartu RFID? 

3. Bagaimana mengintegrasikan sistem absensi dengan aplikasi telegram mengirim 

data kehadiran dan bukti verifikasi secara real-time kepada dosen? 

 

1.3 Tujuan Penelitian 

1. Merancang dan membangun sistem absensi elektronik yang mampu meminimalkan 

terjadinya kecurangan pada proses absensi manual menggunakan teknologi internet 

of things (IoT). 

2. Mengimplementasikan kamera ESP32-CAM untuk mengambil foto mahasiswa 

secara otomatis sebagai bentuk verifikasi visual proses absensi menggunakan kartu 

RFID. 

3. Merancang alat absensi untuk mahasiswa yang dapat langsung mengirimkan data 

absensi mereka secara real-time melalui aplikasi telegram. 

1.4 Batasan Masalah  

1. Penelitian ini berfokus untuk membuat alat absensi yang dapat mengirimkan 

identitas mahasiswa ketika absen menggunakan kartu absen berbasis RFID  RC522 

yang telah terdaftar dalam sistem. 

2. Penelitian ini menggunakan aplikasi pesan Telegram sebagai perantara antara alat, 

mahasiswa dan juga dosen. 

3. Penelitian ini menggunakan mikrokontroler ESP32 sebagai pusat pemprosesan dan  

ESP32-CAM sebagai perangkat pengambilan gambar wajah mahasiswa pada saat  

melakukan absensi. 

4. Penelitian ini hanya dapat melakukan pencatatan absensi secara pribadi,dan hanya 

dilakukan menggunakan kartu absensi RFID yang telah terdaftar oleh sistem. 
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1.5 Manfaat Penelitian  

1. Menghemat waktu dengan mencatat absensi secara otomatis, sehingga mengurangi 

ketergantungan pada metode manual yang rawan kesalahan dan manipulasi. 

2. Mengurangi potensi kesalahan manusia dalam pencatatan absensi dan menyediakan 

data kehadiran mahasiswa dengan verifikasi tambahan yaitu foto wajah pelaku 

absensi. 

3. Membantu dosen memantau kondisi kelas secara real-time melalui foto yang 

dikirimkan sistem, memastikan kehadiran fisik mahasiswa di kelas. 

4. Menyediakan bukti pendukung berupa foto wajah mahasiswa, yang mencegah 

penyalahgunaan sistem absensi, sekaligus mendukung transparansi dan 

akuntabilitas data kehadiran 
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BAB II  

TINJAUAN PUSTAKA 

 

2.1 Penelitian Terkait 

Dalam penelitian ini, penulis merujuk pada berbagai studi terdahulu yang memiliki 

relevansi erat dengan latar belakang permasalahan yang telah diuraikan sebelumnya, 

sebagai dasar ilmiah dan kerangka acuan untuk mendukung substansi kajian yang 

dilakukan. 

Penelitian mengembangkan sebuah sistem absensi berbasis website. Sistem ini, 

mahasiswa, dosen, staf program studi, dan admin dapat login ke akun masing-masing 

untuk mengelola data absensi. Website yang dirancang berhasil diimplementasikan dan 

digunakan oleh pihak kampus, serta mampu menyimpan data absensi yang dapat diakses 

kembali. Namun, sistem ini memiliki kelemahan, yaitu mahasiswa dapat melakukan 

kecurangan, seperti mengizinkan orang lain mengakses akun mereka untuk melakukan 

absensi. Oleh karena itu, diperlukan pengembangan sistem yang dapat memastikan 

keaslian identitas mahasiswa saat melakukan absensi, misalnya dengan mengintegrasikan 

pengiriman gambar wajah mahasiswa yang sedang melakukan absensi kepada dosen terkait 

[4]. 

Penelitian menggunakan bahasa pemrograman Java dengan Android Studio untuk 

membangun aplikasi, serta menyediakan server khusus untuk menyimpan data absensi 

karyawan. Selain itu, sebuah website juga dikembangkan untuk menampilkan data absensi 

yang telah tersimpan di server. Hasil penelitian ini berhasil menghasilkan aplikasi Android 

dan website yang mendukung proses absensi secara online. Namun, sistem ini memiliki 

kelemahan dari segi kompleksitas dan biaya, karena memerlukan pengembangan perangkat 

lunak khusus, serta pengadaan atau penyewaan server dan website. Sebagai alternatif, 

penelitian ini dapat dikembangkan dengan memanfaatkan aplikasi yang sudah tersedia 

secara gratis dan dapat dimodifikasi sesuai kebutuhan, sehingga mampu mengurangi biaya 

implementasi tanpa mengurangi fungsionalitas sistem [6]. 

Penelitian dengan mengembangkan sistem absensi berbasis pengenalan wajah. 

Penelitian ini mencakup tahapan pengumpulan data wajah, pelatihan model, serta validasi 

hasil pengenalan wajah, yang memungkinkan pendeteksian wajah secara real-time dan 

penyimpanan data absensi pada komputer. Namun, perangkat yang digunakan dalam 
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penelitian ini, seperti kamera dan komputer, memiliki dimensi yang besar dan biaya 

implementasi yang relatif tinggi. Oleh karena itu, pengembangan lebih lanjut diperlukan 

untuk menciptakan perangkat absensi yang lebih ringkas, portabel, dan hemat biaya 

dengan mempertahankan fungsionalitas yang sama [7] . 

Penelitian mengembangkan sistem absensi berbasis RFID. Penelitian ini merancang 

sebuah kotak dispenser RFID yang digunakan untuk membaca tag RFID milik mahasiswa. 

Data hasil pembacaan identitas mahasiswa kemudian dikirim ke web server dan disimpan 

di komputer untuk mencatat status kehadiran. Meskipun sistem ini berhasil berfungsi 

sebagaimana tujuan penelitian, implementasinya memerlukan perangkat tambahan, seperti 

server dan komputer di setiap ruang kuliah, yang membutuhkan biaya besar. Oleh karena 

itu, penelitian ini dapat dikembangkan lebih lanjut dengan mengganti penggunaan 

komputer dengan smartphone, perangkat yang sudah umum dimiliki oleh warga kampus, 

sehingga dapat mengurangi biaya implementasi tanpa mengorbankan fungsi sistem [10]. 

Terakhir, Penelitian mengembangkan sistem absensi berbasis web. Penelitian ini 

diawali dengan melakukan komunikasi dengan dosen untuk merancang kebutuhan sistem, 

kemudian dilanjutkan dengan pengembangan sebuah web menggunakan bahasa 

pemrograman PHP dan basis data SQL untuk menyimpan data absensi mahasiswa yang 

diperoleh melalui pemindaian RFID. Sistem yang dihasilkan memungkinkan pencatatan 

absensi secara real-time dan dapat diakses melalui komputer. Namun, implementasi 

berbasis web ini memerlukan waktu dan biaya tambahan untuk pengembangan serta 

pemeliharaan web dan basis data. Sebagai alternatif, sistem ini dapat dikembangkan lebih 

efisien dengan mengintegrasikan alat absensi dengan aplikasi komunikasi populer seperti 

Telegram, yang sudah umum digunakan. Pendekatan ini dapat mengurangi kebutuhan 

infrastruktur tambahan, sekaligus menekan biaya dan waktu pengembangan [11]. 

 

2.2 Landasan Teori 

2.2.1 Rancang Bangun 

Perancangan merupakan tahapan esensial yang melibatkan rangkaian proses 

terstruktur dan mendalam untuk mendeskripsikan secara rinci apa yang akan 

diwujudkan. Tahapan ini mencakup penggunaan berbagai metode dan teknik untuk 

mengidentifikasi dan menjabarkan elemen-elemen yang ada, komponen-komponen 

pendukung, serta batasan-batasan teknis yang mungkin dihadapi dalam pelaksanaan. 

Sementara itu, pembangunan atau pengembangan sistem mengacu pada serangkaian 
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aktivitas yang berfokus pada penciptaan sistem baru atau penyempurnaan sistem yang 

telah ada, dengan cakupan yang kompleks [12].  

Oleh karena itu, rancang bangun menjadi komponen kunci dalam proses 

pengembangan, di mana hasil analisis diubah menjadi sebuah rancangan yang 

mencakup perangkat keras dan perangkat lunak, yang selanjutnya diimplementasikan 

untuk membangun sistem baru atau meningkatkan kinerja sistem yang sudah ada. 

2.2.2 Mikrokontroler (ESP32) 

Mikrokontroler merupakan sirkuit terpadu berukuran kecil yang secara umum 

mencakup unit pemrosesan pusat, memori, antarmuka input dan output, generator 

detak, konverter analog ke digital, serta antarmuka komunikasi serial [13]. 

Dalam penelitian ini, penulis memanfaatkan mikrokontroler ESP32, sebuah 

varian canggih yang dikembangkan oleh Espressif Systems sebagai penerus dari 

ESP8266. ESP32 memiliki kompatibilitas penuh dengan lingkungan pengembangan 

Arduino IDE, serta dilengkapi dengan modul WiFi dan Bluetooth Low Energy (BLE) 

yang terintegrasi dalam satu chip. Fitur-fitur tersebut menjadikan ESP32 sebagai 

platform andal yang sangat ideal untuk membangun berbagai aplikasi berbasis Internet 

of Things (IoT) [14].  

 

Gambar 2.1 Mikrokontroler ESP32 

Gambar 2.1 merupakan gambar fisik dari mikrokontroller ESP32. Mikrokontroler 

ESP32 mampu berfungsi sesuai dengan kebutuhan dan preferensi pengguna karena 

sebelum dioperasikan dalam sebuah sistem, perangkat ini terlebih dahulu diprogram 

melalui aplikasi Arduino IDE.  
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Gambar 2.2 Tampilan Aplikasi Arduino IDE 

Gambar 2.2 merupakan tampilan display dari Arduino IDE. Dalam proses ini, 

pengguna dapat membuat sketch file yang berisi source code atau program untuk 

mengatur perilaku ESP32 agar sesuai dengan tujuan yang diinginkan. Setelah source 

code selesai dibuat, Arduino IDE akan melakukan proses compiling, menghasilkan file 

dengan format HEX. File HEX ini merupakan hasil konversi source code ke dalam 

bahasa mesin yang dapat dipahami oleh ESP32. Selanjutnya, file HEX tersebut 

diunggah ke ESP32, memungkinkan perangkat untuk beroperasi sesuai dengan 

instruksi dan kebutuhan pengguna [15]. 

2.2.3 Internet of Things (IoT) 

Internet of Things (IoT) mengacu pada jaringan global yang menghubungkan 

berbagai perangkat dalam dunia teknologi informasi, memungkinkan mereka untuk 

berkomunikasi dan bertukar data secara efisien. Teknologi ini memungkinkan layanan 

canggih yang memanfaatkan konektivitas antara entitas fisik dan virtual, yang 

beroperasi secara online melalui internet dengan dukungan teknologi informasi dan 

komunikasi [16]. 
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Perkembangan IoT ini berdampak pada berkembangnya berbagai perangkat di 

dunia nyata dapat saling terhubung, berbagi data, dan mengambil keputusan secara 

otomatis tanpa memerlukan intervensi manusia secara langsung. Hal ini memberikan 

dampak signifikan dalam meningkatkan efisiensi operasional dan menciptakan solusi 

yang lebih cerdas seperti pada penelitian ini teknologi ini dapat diterapkan untuk alat 

absensi yang dapat menghubungkan mahasiswa, dosen dan juga alat dengan 

menggunakan perangkat yang umum digunakan sehari-harinya. 

2.2.4 ESP32-Camera 

ESP32-CAM adalah modul mikrokontroler berbasis ESP32 yang dilengkapi 

dengan prosesor ESP32 yang memiliki kemampuan dual-core, Wi-Fi, dan Bluetooth, 

serta modul kamera OV2640 yang mampu menangkap gambar dengan resolusi hingga 

1600x1200 piksel. [22]. 

 

Gambar 2.3 ESP32-Cam 

Gambar 2.3 merupakan gambar tampilan fisik dari ESP-32 Cam. Melalui 

integrasi memori flash, slot kartu microSD, dan berbagai antarmuka seperti GPIO, 

UART, serta PWM, ESP32-CAM menawarkan fleksibilitas tinggi dalam pengembangan 

prototipe. ESP32-Cam pada penelitian yang dibuat, akan difungsikan untuk 

mengambil gambar wajah mahasiswa yang melakukan absensi untuk verifikasi 

tambahan identitas mereka ketika melakukan absensi, selain itu modul ini juga 

digunakan untuk mengambil gambar dari kondisi kelas ketika diminta oleh dosen dari 

telegram. 

2.2.5 Kartu Absen 

Kartu Absen adalah kartu resmi yang dapat dikeluarkan oleh institusi pendidikan 

tinggi sebagai identitas utama bagi mahasiswa yang terdaftar secara sah untuk 

melakukan absen. Kartu absen dirancang untuk memuat informasi penting, seperti 

nama lengkap mahasiswa, nomor induk mahasiswa (NIM), program studi, fakultas, 

dan periode aktif studi. 
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Pada penelitian ini kartu absen yang digunakan dibuat menggunakan kartu yang 

memilik chip RFID sehingga nantinya dapat digunakan sebagai pembeda identitas 

antar mahasiswa menggunakan frekuensi yang berbeda yang terdapat pada chip RFID 

tersebut. 

2.2.6 Smartphone 

Smartphone adalah perangkat ponsel yang mengintegrasikan berbagai fungsi 

komputasi, umumnya dilengkapi dengan layar sentuh sebagai antarmuka pengguna, 

koneksi internet, serta sistem operasi yang mendukung pengoperasian aplikasi yang 

dapat diunduh dan dipasang sesuai kebutuhan pengguna [17]. 

 

Gambar 2.4 Smartphone 

Smartphone seperti gambar 2.4, dalam penelitian ini digunakan untuk menginstal 

aplikasi Telegram yang nantinya akan berfungsi sebagai penghubung antara 

mahasiswa, dosen, dan sistem alat melalui penggunaan Bot Khusus. Bot ini dibuat 

menggunakan fitur BotFather, yang tersedia di dalam aplikasi Telegram. Bot tersebut 

memungkinkan interaksi otomatis antara pengguna dan sistem, memfasilitasi 

komunikasi yang lebih efisien dan real-time, serta memastikan pengelolaan absensi 

dapat berjalan lancar melalui platform yang sudah umum digunakan. 

2.2.7 Telegram 

Telegram adalah aplikasi pesan yang dikenal karena keamanannya dan 

dilengkapi dengan berbagai fitur canggih, seperti pengiriman pesan teks dan 

multimedia secara instan, enkripsi end-to-end, saluran siaran, serta dukungan untuk 

bot. Selain tersedia pada perangkat smartphone, Telegram juga dapat diakses melalui 

platform lain seperti desktop dan web, memungkinkan pengguna untuk tetap terhubung 

dan mengakses berbagai layanan secara fleksibel di berbagai perangkat. Keunggulan 
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tersebut menjadikan Telegram sebagai salah satu pilihan utama untuk komunikasi yang 

aman dan efisien di berbagai konteks [18]. 

Dalam penelitian ini, penulis memanfaatkan Telegram sebagai sarana 

komunikasi antara pengguna, yaitu mahasiswa dan dosen, dengan perangkat absensi. 

Melalui Telegram, mahasiswa dapat mengonfirmasi dosen dan mata kuliah terkait yang 

akan melakukan absensi, sementara dosen yang dipilih dapat menerima informasi 

absensi dari mahasiswa tersebut. Selain itu, dosen juga dapat memberikan instruksi 

kepada perangkat absensi melalui bot khusus yang dirancang untuk perangkat tersebut. 

Perangkat absensi terhubung dengan pengguna melalui pembuatan akun Bot 

khusus di Telegram, menggunakan fitur BotFather yang ada dalam aplikasi Telegram. 

Bot yang dibuat memiliki kode unik yang kemudian dimasukkan ke dalam source code 

perangkat absensi, memungkinkan perangkat untuk mengakses akun Bot tersebut, 

sehingga komunikasi antara perangkat absensi, dosen, dan mahasiswa dapat 

berlangsung secara efisien, memungkinkan sistem absensi berfungsi dengan optimal 

[19]. 

2.2.8 Radio Frequency Identification (RFID) 

Radio Frequency Identification (RFID) adalah teknologi yang digunakan untuk 

mengidentifikasi objek melalui gelombang radio. Sistem ini terdiri dari dua komponen 

utama, yaitu pemancar gelombang radio (transmitter) dan penerima gelombang radio 

(receiver). Setiap transmitter RFID memancarkan gelombang dengan frekuensi yang 

spesifik, yang memungkinkan identifikasi objek berdasarkan sinyal yang diterima oleh 

receiver. Keunikan frekuensi yang digunakan oleh setiap transmitter ini 

menjadikannya metode efektif untuk pengenalan dan pelacakan objek dalam berbagai 

aplikasi, seperti sistem absensi, logistik, dan keamanan [20]. 

 

Gambar 2.5 RFID Reader dan Tag 
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Gambar 2.5 merupakan gambar fisik dari RFID reader dan tag. Dalam proyek ini, 

penulis menggunakan RFID reader tipe RC522 yang berfungsi untuk membaca sinyal 

dari transmitter RFID pada kartu absen. Kartu absen ini digunakan sebagai identifikasi 

mahasiswa yang akan melakukan absensi. Data absensi yang terkumpul kemudian akan 

dikirimkan kepada dosen mata kuliah terkait melalui Bot Telegram, yang telah 

dirancang untuk memfasilitasi komunikasi antara mahasiswa, dosen, dan sistem 

absensi.  

2.2.9 Liquid Crystal Display (LCD) 

LCD 16x2 adalah sebuah tampilan kristal cair (Liquid Crystal Display) yang 

terdiri dari 16 kolom dan 2 baris, yang memungkinkan untuk menampilkan teks 

alfanumerik dengan maksimal 32 karakter. Setiap karakter yang ditampilkan pada 

LCD ini dibentuk dari kombinasi titik-titik kecil yang disebut piksel, yang 

dikendalikan secara elektronik untuk menghasilkan bentuk huruf, angka, atau simbol. 

LCD 16x2 umumnya digunakan dalam berbagai aplikasi, termasuk perangkat berbasis 

mikrokontroler, karena efisiensinya dalam menampilkan informasi secara langsung 

kepada pengguna. Dalam pengoperasiannya, LCD ini biasanya menggunakan 

antarmuka paralel atau serial yang memungkinkan komunikasi dengan 

mikrokontroler, seperti Arduino atau ESP32, melalui sejumlah pin kontrol untuk 

mengatur tampilan yang akan ditampilkan pada layar. Keuntungan utama dari 

penggunaan LCD 16x2 terletak pada konsumsi daya yang rendah, biaya yang relatif 

terjangkau, serta kemudahan integrasi dengan berbagai sistem yang memerlukan 

antarmuka tampilan yang sederhana namun efektif. [21]. 

 

Gambar 2.6 Liquid Crystal Display 16x2 

Gambar 2.6 merupakan gambar fisik dari LCD Display 16x2. Dalam penelitian 

ini, penulis menggunakan LCD untuk menampilkan hasil pembacaan identitas 

mahasiswa yang terdaftar dalam sistem melalui kartu absen berbasis RFID. Ketika 

mahasiswa melakukan pemindaian kartu absen, sistem akan memverifikasi apakah 

mahasiswa tersebut terdaftar. Jika terdaftar, identitas mahasiswa akan ditampilkan 
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pada layar LCD, memberikan konfirmasi kepada mahasiswa mengenai data mereka 

yang berhasil terdaftar dalam sistem. Setelah itu, mahasiswa dapat melanjutkan proses 

absensi dengan mengonfirmasi kehadiran mereka melalui Bot Telegram yang telah 

terintegrasi. 
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BAB III  

METODE PENELITIAN 

3.1 Jenis Penelitian 

Jenis penelitian yang digunakan dalam penelitian ini adalah Research and 

Development (R&D). Penelitian R&D merupakan jenis penelitian yang menghasilkan suatu 

produk yang telah dikembangkan dari penelitian yang telah dilakukan sebelumnya, pada 

penelitian ini dilakukan pengembangan pada penelitian mengenai pembuatan alat absensi 

yang berbasis IoT. Penelitian ini berlokasi di Program Studi Teknik Elektro, Fakultas Sains 

dan Teknologi UIN Sultan Syarif Kasim Riau. Adapun subjek dari penelitian ini 

melibatkan sampling dosen dan mahasiswa yang melakukan kegiatan absensi dalam 

perkuliahan, dengan sumber data diperoleh dari metode interview/wawancara dengan 

narasumber/stakeholder yakni Admin Program Studi Teknik Elektro yang bertanggung 

jawab pada urusan administrasi dan absen. Metode penelitian yang digunakan pada 

penelitian ini adalah metode kualitatif dimana penelitian ini menggunakan analisa 

deskriptif sebagai hasil pengujian dari produk pengembangan. Alur kegiatan yang 

dilakukan pada penelitian ini digambarkan pada gambar 3.1  

 

Gambar 3.1 Diagram Alur Metode Penelitian 
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3.2 Pemodelan Alat 

Alat absensi elektronik berbasis RFID yang dibuat memiliki alur proses yang 

terintegrasi dengan beberapa komponen utama ditunjukkan pada gambar 3.2. Proses 

dimulai ketika mahasiswa mendekatkan kartu RFID mereka ke RFID Reader, yang 

bertugas membaca data identitas unik dari kartu tersebut. Data yang terbaca kemudian 

dikirimkan ke mikrokontroler ESP32 untuk diproses lebih lanjut. ESP32 memvalidasi data 

yang diterima dengan database absensi dan, jika data valid, informasi kehadiran akan 

diproses. Sebagai umpan balik, hasil validasi dan arahan absensi ditampilkan pada layar 

LCD 16x2 agar mahasiswa mengetahui status absensinya. 

 

Gambar 3.2 Blok Alur Sistem 

Selanjutnya, ESP32 menginstruksikan ESP32-CAM untuk mengambil gambar wajah 

mahasiswa sebagai bukti kehadiran tambahan. Selain itu, ESP32-CAM juga dapat 

mengambil gambar kondisi kelas berdasarkan permintaan dari dosen. Semua data absensi, 

termasuk identitas mahasiswa, waktu kehadiran, dan gambar yang diambil, dikirimkan 

secara real-time ke akun Telegram dosen menggunakan koneksi Wi-Fi. Telegram tidak 

hanya menerima informasi absensi tetapi juga berfungsi sebagai media komunikasi bagi 

dosen untuk mengirimkan instruksi tambahan, seperti meminta gambar kondisi kelas. 

Sistem ini dirancang untuk memastikan proses absensi yang efisien, akurat, dan 

terintegrasi secara langsung dengan dosen, memberikan bukti kehadiran yang kuat 

sekaligus mendukung pengawasan kehadiran mahasiswa di kelas. 

 

Jaringan internet 
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3.3 Perancangan Hardware dan Pembuatan Alat 

Proses pembuatan alat absensi RFID berbasis IoT ini dilakukan dalam empat tahapan 

selama empat minggu. Pada minggu pertama, dilakukan perancangan awal sistem dan 

identifikasi kebutuhan perangkat keras. Komponen yang disiapkan meliputi ESP32 sebagai 

mikrokontroler utama, ESP32-CAM untuk fungsi pengambilan gambar, modul RFID 

reader dan RFID card untuk sistem identifikasi, LCD sebagai tampilan informasi, power 

supply 5V beserta socket DC sebagai sumber daya, serta project box sebagai wadah 

perangkat. Pada minggu kedua, seluruh komponen dirangkai menjadi satu kesatuan sistem. 

Proses ini mencakup pembuatan program utama mikrokontroler, integrasi komunikasi 

dengan bot Telegram. Pada minggu ketiga dilakukan trial dan error guna memastikan 

seluruh fungsi berjalan dengan baik. Setelah sistem dapat berjalan secara optimal, pada 

minggu keempat dilakukan tahap finalisasi produk, yaitu dengan merapikan rangkaian ke 

dalam project box agar tampilan alat menjadi lebih estetik dan siap digunakan layaknya 

produk komersial. Prosedur ini dilakukan secara sistematis untuk menghasilkan alat 

absensi yang fungsional. 

Pada tahapan ini hubungan tiap komponen pada alat akan dirancang dengan cara 

membuat skematik rangkaian alat agar dapat mengetahui koneksi antar tiap komponen 

pada sistem, berikut gambar 3.3 merupakan skematik rancangan rangkaian sistem alat yang 

akan dibuat pada penelitian ini : 

 

Gambar 3.3 Skematik Rangkaian Sistem 

Dari skematik rangkaian sistem diatas dapat dibuat tabel seperti hubungan komponen serta 

penggnaan pin tiap komponen seperti pada tabel 3.1 sebagai berikut : 

 

RFID READER 

 

ESP32 

ESP32-CAM 

LCD 16X2 
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Tabel 3.1 Koneksi Pin Antar Komponen 

Pin Komponen Pin Koneksi 

SDA RFID IO 5 ESP32 

SCK RFID IO 18 ESP32 

MOSI RFID IO 23 ESP32 

MISO RFID IO 19 ESP32 

RST RFID IO 22 ESP32 

SDA I2C LCD IO 21 ESP32 

SCL I2C LCD IO 22 ESP32 

3.4 Perancangan Software Alat 

Alat ini memerlukan program yang di upload ke dalam ESP32 sehingga bekerja sesuai 

dengan tujuan yang ditetapkan, penggambaran alur kerja alat pada program yang di upload 

ke dalam ESP32 dapat dilihat pada gambar 3.4  

 

Gambar 3.4 Case Diagram Program Alat 
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3.5 Pengujian Alat 

Pada tahapan pengujian alat di penelitian ini terdapat beberapa paramater yang akan 

diuji sesuai dengan tujuan penelitian, beberapa parameter yang akan diuji dalam penelitian 

ini ialah sebagai berikut : 

1. Fungsionalitas RFID Reader dalam membaca Identitas Mahasiwa dari kartu absen 

dengan RFID 

 

Gambar 3.5 Contoh Desain Kartu Absen 

 Gambar 3.5 merupakan contoh desain kartu absen yang digunakan dalam 

penelitian ini. Pengujian ini dilakukan untuk mengetahui apakah RFID Reader 

dapat melakukan pembacaan identitas dari kartu absen dengan RFID mahasiswa 

dengan benar. Pengujian ini dilakukan dengan cara mendekatkan beberapa kartu 

absen dengan RFID mahasiswa yang sudah dibuat untuk peneltian ini dan 

memastikan identitas yang ditampilkan sesuai dengan identitas yang tertera pada 

kartu absen. 

2. Fungsionalitas Bot Telegram  

 Pengujian ini dilakukan dari 2 sisi yaitu sisi mahasiswa dan juga dosen, 

dimana pada sisi mahasiswa dilakukan untuk mengetahui apakah bot telegram 

berhasil meminta matakuliah dan nama dosen yang benar kepada mahasiswa agar 

informasi absensi mereka dapat tersampaikan kepada dosen yang bersangkutan, 

lalu untuk dari sisi dosen tujuannya ialah untuk mengetahui apakah informasi 

absensi mahasiswa dapat diterima setelah mahasiswa melakukan proses absensi, 

selain itu pada sisi dosen juga dilakukan percobaan pengambilan gambar kelas 

ketika diminta sehingga dapat diketahui apakah alat berhasil mengirimkan gambar 

kondisi kelas ketika dosen memintanya. 
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3.6 Analisis Hasil Pengujian 

Selanjutnya setelah melaksanakan pengujian maka data hasil pengujian akan dianalisa 

oleh penulis sehingga data yang didapatkan dapat dideskripsikan serta dijelaskan oleh 

penulis dimana data yang dianalisis ialah fungsionalitas terhadap fitur-fitur yang terdapat 

dalam alat penelitian yang telah dijelaskan pada tahap pengujian alat sebelumnya 

3.7 Kesimpulan, Saran dan Rekomendasi  

Setelah melakukan analisa penulis dapat membuat kesimpulan hasil penelitian yang 

telah dilakukan dan tentunya penulis dapat mengetahui kekurangan dari alat hasil 

penelitian yang telah dibuat dan dengan hal ini penulis dapat memberikan saran dan 

rekomendasi untuk pengembangan alat penelitian ini selanjutnya. 
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BAB V 

KESIMPULAN DAN SARAN 

5.1 Kesimpulan 

1. Sistem absensi elektronik berbasis IoT berhasil dirancang dan diimplementasikan 

dengan memanfaatkan mikrokontroler ESP32, modul RFID RC522, ESP32-CAM, 

LCD 16x2, dan aplikasi Telegram. Sistem ini mampu menggantikan metode absensi 

manual yang selama ini digunakan di kelas. 

2. Proses absensi mahasiswa dapat dilakukan secara otomatis dan real-time, di mana 

identitas mahasiswa berhasil dibaca melalui kartu absen RFID dan ditampilkan pada 

LCD. Data kehadiran berupa nama, NIM, dan waktu absensi dapat langsung 

dikirimkan kepada dosen melalui bot Telegram. 

3.  Fitur verifikasi visual menggunakan ESP32-CAM berjalan dengan baik, ditandai 

dengan keberhasilan sistem dalam mengambil foto wajah mahasiswa saat melakukan 

absensi dan mengirimkannya sebagai bukti pendukung kehadiran. Fitur ini 

membantu meminimalkan potensi kecurangan absensi. 

5.2 Saran 

1. Tambahkan modul pengenalan wajah otomatis pada ESP32-Cam untuk verifikasi 

ganda (RFID + face recognition), sehingga lebih efektif mencegah manipulasi 

identitas. 

2. Integrasikan penyimpanan data ke cloud (seperti Firebase) untuk analisis historis 

kehadiran dan integrasi dengan sistem akademik universitas, yang akan memperluas 

tujuan efisiensi pada skala fakultas atau universitas. 

3. Lakukan pengujian skala besar dengan variasi jaringan Wi-Fi dan jumlah pengguna 

simultan untuk memvalidasi ketahanan IoT, serta tambahkan enkripsi data Telegram 

guna meningkatkan keamanan sesuai batasan masalah keandalan sistem. 

4. Kembangkan fitur lokasi berbasis GPS pada alat untuk verifikasi kelas yang tepat, 

dan eksplorasi machine learning untuk prediksi absensi, sehingga mendukung 

tujuan jangka panjang dalam optimalisasi proses pengajaran. 
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LAMPIRAN A 

 



 



 



LAMPIRAN B 

 

Kode program untuk ESP32 

#include <SPI.h> 

#include <MFRC522.h> 

#include <WiFi.h> 

#include <WiFiClientSecure.h> 

#include <UniversalTelegramBot.h> 

#include <HTTPClient.h> 

#include <Wire.h> 

#include <LiquidCrystal_I2C.h> 

 

// Pin Definitions 

#define relay 2 

#define RST_PIN 4 

#define SS_PIN 5 

#define MISO_PIN 19 

#define MOSI_PIN 23 

#define SCK_PIN 18 

 

// WiFi Credentials 

const char* ssid = "vivo";  

const char* password = "12345678"; 

 

// Telegram Bot Credentials 

const unsigned long BOT_MTBS = 1000; // mean time between scan messages 

const String telegramToken = "7236178911:AAGnvZ9eDNaAaIQuDB-

q7UGtUoRnpZoq01U"; 



//const String IdMahasiswaA = "1280628645"; 

const String IdMahasiswaA = "1280628645"; 

const String IdDosenMatkulA1 = "1212045371"; 

const String IdDosenMatkulA2 = "6207584779"; 

 

WiFiClientSecure secured_client; 

UniversalTelegramBot bot(telegramToken, secured_client); 

unsigned long bot_lasttime;          // last time messages' scan has been done 

bool Start = false; 

 

// Initialize MFRC522 

MFRC522 rfid(SS_PIN, RST_PIN); 

 

// Initialize LCD 

LiquidCrystal_I2C lcd(0x27, 16, 2); // Adjust the I2C address if needed 

 

String nama = ""; 

String nim = ""; 

 

void handleNewMessages(int numNewMessages) 

{ 

  Serial.println("handleNewMessages"); 

  Serial.println(String(numNewMessages)); 

 

  for (int i = 0; i < numNewMessages; i++) 

  { 

    String chat_id = bot.messages[i].chat_id; 

    String text = bot.messages[i].text; 



    String from_name = bot.messages[i].from_name; 

    Serial.println(text); 

 

    if (text == "/MatakuliahA") 

    { 

      String PilihDosen = "Silahkan Pilih Dosen Kelas Matakuliah Anda, " + from_name + 

".\n"; 

      PilihDosen += "/DosenMatkulA1\n"; 

      PilihDosen += "/DosenMatkulA2"; 

      bot.sendMessage(chat_id, PilihDosen); 

    } 

    else if (text == "/DosenMatkulA1"){ 

      String LaporAbsen = "Absensi Dilakukan, Identitas : \n"; 

      LaporAbsen += "Nama : " + nama + "\n"; 

      LaporAbsen += "NIM : " + nim + "\n"; 

      bot.sendMessage(IdDosenMatkulA1, LaporAbsen); 

    } 

    else if (text == "/DosenMatkulA2"){ 

      String LaporAbsen = "Absensi Dilakukan, Identitas : \n"; 

      LaporAbsen += "Nama : " + nama + "\n"; 

      LaporAbsen += "NIM : " + nim + "\n"; 

      bot.sendMessage(IdDosenMatkulA2, LaporAbsen); 

    } 

  } 

} 

 

void setup() { 

  // Initialize Serial Communication 



  Serial.begin(115200); 

 

  digitalWrite(relay, HIGH); 

 

  // Initialize SPI Bus 

  SPI.begin(SCK_PIN, MISO_PIN, MOSI_PIN, SS_PIN); 

  rfid.PCD_Init(); 

 

  // Connect to WiFi 

  WiFi.begin(ssid, password); 

  secured_client.setCACert(TELEGRAM_CERTIFICATE_ROOT); 

  while (WiFi.status() != WL_CONNECTED) { 

    delay(1000); 

    Serial.println("Connecting to WiFi..."); 

  } 

  Serial.println("Connected to WiFi"); 

 

  // Initialize MFRC522 

  rfid.PCD_Init(); 

 

  // Initialize LCD 

  Wire.begin(21, 22); // Initialize I2C pins 

  lcd.init(); 

  lcd.backlight(); 

  lcd.clear(); 

  lcd.setCursor(2, 0); 

  lcd.print("Absensi RFID"); 

  lcd.setCursor(6, 1); 



  lcd.print("IoT"); 

} 

 

void loop() { 

  if (millis() - bot_lasttime > BOT_MTBS) 

  { 

    int numNewMessages = bot.getUpdates(bot.last_message_received + 1); 

 

    while (numNewMessages) 

    { 

      Serial.println("got response"); 

      handleNewMessages(numNewMessages); 

      numNewMessages = bot.getUpdates(bot.last_message_received + 1); 

    } 

 

    bot_lasttime = millis(); 

  } 

   

  // Look for new cards 

  if (rfid.PICC_IsNewCardPresent() && rfid.PICC_ReadCardSerial()) { 

    String rfidID = ""; 

     

    // Read the UID and convert it to a string 

    for (byte i = 0; i < rfid.uid.size; i++) { 

      rfidID += String(rfid.uid.uidByte[i], HEX); 

    } 

     

    // Convert the string to uppercase 



    rfidID.toUpperCase(); 

     

    // Print the RFID ID 

    Serial.println("RFID tag detected:"); 

    Serial.println(rfidID); 

     

    // Check if the RFID ID matches the specified ID 

    if (rfidID == "3345DB34") { 

      nama = "M.Nofri A.R"; 

      nim = "12050517170"; 

       

      // Display name and NIM on the LCD 

      lcd.clear(); 

      lcd.setCursor(0, 0); 

      lcd.print("Nama: " + nama); 

      lcd.setCursor(0, 1); 

      lcd.print("NIM: " + nim); 

      delay(1500); 

 

       

      sendTelegramMessageMahasiswaA("Masukkan Nama Matakuliah Anda "); 

      lcd.clear(); 

      lcd.setCursor(2, 0); 

      lcd.print("Absensi RFID"); 

      lcd.setCursor(6, 1); 

      lcd.print("IoT"); 

    } 

    if (rfidID == "F4E85096") { 



      nama = "Yogi Pratama"; 

      nim = "12050513127"; 

       

      // Display name and NIM on the LCD 

      lcd.clear(); 

      lcd.setCursor(0, 0); 

      lcd.print("Nama: " + nama); 

      lcd.setCursor(0, 1); 

      lcd.print("NIM: " + nim); 

      delay(1500); 

 

       

      sendTelegramMessageMahasiswaA("Masukkan Nama Matakuliah Anda "); 

      lcd.clear(); 

      lcd.setCursor(2, 0); 

      lcd.print("Absensi RFID"); 

      lcd.setCursor(6, 1); 

      lcd.print("IoT"); 

    } 

    if (rfidID == "583B5C98") { 

      nama = "Deva Anugrah F"; 

      nim = "12050512919"; 

       

      // Display name and NIM on the LCD 

      lcd.clear(); 

      lcd.setCursor(0, 0); 

      lcd.print("Nama: " + nama); 

      lcd.setCursor(0, 1); 



      lcd.print("NIM: " + nim); 

      delay(1500); 

 

       

      sendTelegramMessageMahasiswaA("Masukkan Nama Matakuliah Anda "); 

      lcd.clear(); 

      lcd.setCursor(2, 0); 

      lcd.print("Absensi RFID"); 

      lcd.setCursor(6, 1); 

      lcd.print("IoT"); 

    } 

    if (rfidID == "30BE42A8" ){ 

      lcd.clear(); 

      lcd.setCursor(3, 0); 

      lcd.print("KTM Tidak"); 

      lcd.setCursor(4, 1); 

      lcd.print("Dikenali");    

      delay(1500); 

      lcd.clear(); 

      lcd.setCursor(2, 0); 

      lcd.print("Absensi RFID"); 

      lcd.setCursor(6, 1); 

      lcd.print("IoT");    

    } 

     

    // Halt the PICC (RFID tag) 

    rfid.PICC_HaltA(); 

     



    // Stop encryption on the PCD (RFID reader) 

    rfid.PCD_StopCrypto1(); 

  } 

  delay(500); // Add a small delay to prevent watchdog reset 

} 

 

void sendTelegramMessageMahasiswaA(String message) { 

  if (WiFi.status() == WL_CONNECTED) { 

    HTTPClient http; 

    String url = "https://api.telegram.org/bot" + telegramToken + "/sendMessage?chat_id=" + 

IdMahasiswaA + "&text=" + message; 

    http.begin(url); 

    int httpResponseCode = http.GET(); 

    if (httpResponseCode > 0) { 

      String response = http.getString(); 

      Serial.println(response); 

    } else { 

      Serial.print("Error on sending POST: "); 

      Serial.println(httpResponseCode); 

    } 

    http.end(); 

  } else { 

    Serial.println("WiFi Disconnected"); 

  } 

} 

 

void sendTelegramMessageDosenA1(String message) { 

  if (WiFi.status() == WL_CONNECTED) { 



    HTTPClient http; 

    String url = "https://api.telegram.org/bot" + telegramToken + "/sendMessage?chat_id=" + 

IdDosenMatkulA1 + "&text=" + message; 

    http.begin(url); 

    int httpResponseCode = http.GET(); 

    if (httpResponseCode > 0) { 

      String response = http.getString(); 

      Serial.println(response); 

    } else { 

      Serial.print("Error on sending POST: "); 

      Serial.println(httpResponseCode); 

    } 

    http.end(); 

  } else { 

    Serial.println("WiFi Disconnected"); 

  } 

} 



Kode program untuk ESP32-CAM 

#include <Arduino.h> 

#include <WiFi.h> 

#include <WiFiClientSecure.h> 

#include "soc/soc.h" 

#include "soc/rtc_cntl_reg.h" 

#include "esp_camera.h" 

#include <UniversalTelegramBot.h> 

#include <ArduinoJson.h> 

 

const char* ssid = "vivo"; 

const char* password = "12345678"; 

 

// Initialize Telegram BOT 

String BOTtoken = "7236178911:AAGnvZ9eDNaAaIQuDB-q7UGtUoRnpZoq01U";  // your 

Bot Token (Get from Botfather) 

 

// Use @myidbot to find out the chat ID of an individual or a group 

// Also note that you need to click "start" on a bot before it can 

// message you 

String CHAT_ID = ""; 

String CHAT_ID_Dosen = ""; 

//const String IdDosenMatkulA1 = "7408483274"; 

 

bool sendPhoto = false; 

 

WiFiClientSecure clientTCP; 

UniversalTelegramBot bot(BOTtoken, clientTCP); 

 



#define FLASH_LED_PIN 4 

bool flashState = LOW; 

 

//Checks for new messages every 1 second. 

int botRequestDelay = 1000; 

const unsigned long BOT_MTBS = 1000; 

unsigned long bot_lasttime;  

 

//CAMERA_MODEL_AI_THINKER 

#define PWDN_GPIO_NUM     32 

#define RESET_GPIO_NUM    -1 

#define XCLK_GPIO_NUM      0 

#define SIOD_GPIO_NUM     26 

#define SIOC_GPIO_NUM     27 

 

#define Y9_GPIO_NUM       35 

#define Y8_GPIO_NUM       34 

#define Y7_GPIO_NUM       39 

#define Y6_GPIO_NUM       36 

#define Y5_GPIO_NUM       21 

#define Y4_GPIO_NUM       19 

#define Y3_GPIO_NUM       18 

#define Y2_GPIO_NUM        5 

#define VSYNC_GPIO_NUM    25 

#define HREF_GPIO_NUM     23 

#define PCLK_GPIO_NUM     22 

 

void configInitCamera() { 

  camera_config_t config; 



  config.ledc_channel = LEDC_CHANNEL_0; 

  config.ledc_timer = LEDC_TIMER_0; 

  config.pin_d0 = Y2_GPIO_NUM; 

  config.pin_d1 = Y3_GPIO_NUM; 

  config.pin_d2 = Y4_GPIO_NUM; 

  config.pin_d3 = Y5_GPIO_NUM; 

  config.pin_d4 = Y6_GPIO_NUM; 

  config.pin_d5 = Y7_GPIO_NUM; 

  config.pin_d6 = Y8_GPIO_NUM; 

  config.pin_d7 = Y9_GPIO_NUM; 

  config.pin_xclk = XCLK_GPIO_NUM; 

  config.pin_pclk = PCLK_GPIO_NUM; 

  config.pin_vsync = VSYNC_GPIO_NUM; 

  config.pin_href = HREF_GPIO_NUM; 

  config.pin_sscb_sda = SIOD_GPIO_NUM; 

  config.pin_sscb_scl = SIOC_GPIO_NUM; 

  config.pin_pwdn = PWDN_GPIO_NUM; 

  config.pin_reset = RESET_GPIO_NUM; 

  config.xclk_freq_hz = 20000000; 

  config.pixel_format = PIXFORMAT_JPEG; 

  config.grab_mode = CAMERA_GRAB_LATEST; 

 

  // Memeriksa apakah PSRAM tersedia dan mengatur ukuran frame dan kualitas JPEG sesuai 

dengan itu 

  if (psramFound()) { 

    Serial.println("PSRAM ditemukan, menggunakan pengaturan resolusi tinggi"); 

    config.frame_size = FRAMESIZE_VGA;  // Resolusi sedang untuk menghemat memori 

    config.jpeg_quality = 12;           // Mengurangi kualitas JPEG untuk menghemat memori 

    config.fb_count = 1; 



  } else { 

    Serial.println("PSRAM tidak ditemukan, menggunakan pengaturan resolusi rendah"); 

    config.frame_size = FRAMESIZE_QVGA; // Resolusi rendah jika PSRAM tidak 

ditemukan 

    config.jpeg_quality = 15;           // Kualitas JPEG lebih rendah 

    config.fb_count = 1; 

  } 

 

  // Inisialisasi kamera 

  esp_err_t err = esp_camera_init(&config); 

  if (err != ESP_OK) { 

    Serial.printf("Inisialisasi kamera gagal dengan kesalahan 0x%x", err); 

    delay(1000); 

    ESP.restart(); // Restart jika kamera gagal diinisialisasi 

  } 

} 

 

void handleNewMessages(int numNewMessages) { 

  Serial.print("Handle New Messages: "); 

  Serial.println(numNewMessages); 

 

  for (int i = 0; i < numNewMessages; i++) { 

    String chat_id = bot.messages[i].chat_id; 

    String text = bot.messages[i].text; 

    String from_name = bot.messages[i].from_name; 

    Serial.println(text); 

     

    if (text == "/flash") { 

      flashState = !flashState; 



      digitalWrite(FLASH_LED_PIN, flashState); 

      Serial.println("Change flash LED state"); 

    } 

    if (text == "/DosenMatkulA1") { 

      CHAT_ID_Dosen = "1212045371"; 

      digitalWrite(FLASH_LED_PIN, HIGH); 

      sendPhoto = true; 

      flashState = !flashState; 

      digitalWrite(FLASH_LED_PIN, HIGH);      

      Serial.println("New photo request"); 

    } 

    else if (text == "/DosenMatkulA2") { 

      CHAT_ID_Dosen = "6207584779"; 

      digitalWrite(FLASH_LED_PIN, HIGH); 

      sendPhoto = true; 

      flashState = !flashState; 

      digitalWrite(FLASH_LED_PIN, HIGH);      

      Serial.println("New photo request"); 

    } 

    if (text == "/Foto_Kelas") { 

      CHAT_ID_Dosen = bot.messages[i].chat_id; 

      digitalWrite(FLASH_LED_PIN, HIGH); 

      sendPhoto = true; 

      flashState = !flashState; 

      digitalWrite(FLASH_LED_PIN, HIGH);      

      Serial.println("New photo request"); 

    } 

  } 

} 



 

String sendPhotoTelegram() { 

  const char* myDomain = "api.telegram.org"; 

  String getAll = ""; 

  String getBody = ""; 

 

  // Dispose first picture because of bad quality 

  camera_fb_t * fb = NULL; 

  fb = esp_camera_fb_get(); 

  esp_camera_fb_return(fb); // Dispose the buffered image 

   

  // Take a new photo 

  fb = NULL;   

  fb = esp_camera_fb_get();   

  if(!fb) { 

    Serial.println("Camera capture failed"); 

    delay(1000); 

    ESP.restart(); 

    return "Camera capture failed"; 

  }   

   

  Serial.println("Connect to " + String(myDomain)); 

 

  if (clientTCP.connect(myDomain, 443)) { 

    Serial.println("Connection successful"); 

     

    String head = "--RandomNerdTutorials\r\nContent-Disposition: form-data; 

name=\"chat_id\"; \r\n\r\n" + CHAT_ID_Dosen + "\r\n--RandomNerdTutorials\r\nContent-

Disposition: form-data; name=\"photo\"; filename=\"esp32-cam.jpg\"\r\nContent-Type: 

image/jpeg\r\n\r\n"; 



    String tail = "\r\n--RandomNerdTutorials--\r\n"; 

 

    size_t imageLen = fb->len; 

    size_t extraLen = head.length() + tail.length(); 

    size_t totalLen = imageLen + extraLen; 

   

    clientTCP.println("POST /bot"+BOTtoken+"/sendPhoto HTTP/1.1"); 

    clientTCP.println("Host: " + String(myDomain)); 

    clientTCP.println("Content-Length: " + String(totalLen)); 

    clientTCP.println("Content-Type: multipart/form-data; boundary=RandomNerdTutorials"); 

    clientTCP.println(); 

    clientTCP.print(head); 

   

    uint8_t *fbBuf = fb->buf; 

    size_t fbLen = fb->len; 

    for (size_t n=0;n<fbLen;n=n+1024) { 

      if (n+1024<fbLen) { 

        clientTCP.write(fbBuf, 1024); 

        fbBuf += 1024; 

      } 

      else if (fbLen%1024>0) { 

        size_t remainder = fbLen%1024; 

        clientTCP.write(fbBuf, remainder); 

      } 

    }   

     

    clientTCP.print(tail); 

     

    esp_camera_fb_return(fb); 



     

    int waitTime = 10000;   // timeout 10 seconds 

    long startTimer = millis(); 

    boolean state = false; 

     

    while ((startTimer + waitTime) > millis()){ 

      Serial.print("."); 

      delay(100);       

      while (clientTCP.available()) { 

        char c = clientTCP.read(); 

        if (state==true) getBody += String(c);         

        if (c == '\n') { 

          if (getAll.length()==0) state=true;  

          getAll = ""; 

        }  

        else if (c != '\r') 

          getAll += String(c); 

        startTimer = millis(); 

      } 

      if (getBody.length()>0) break; 

    } 

    clientTCP.stop(); 

    Serial.println(getBody); 

  } 

  else { 

    getBody="Connected to api.telegram.org failed."; 

    Serial.println("Connected to api.telegram.org failed."); 

  } 

  return getBody; 



} 

 

void setup(){ 

  WRITE_PERI_REG(RTC_CNTL_BROWN_OUT_REG, 0);  

  // Init Serial Monitor 

  Serial.begin(115200); 

 

  // Set LED Flash as output 

  pinMode(FLASH_LED_PIN, OUTPUT); 

  digitalWrite(FLASH_LED_PIN, flashState); 

 

  // Config and init the camera 

  configInitCamera(); 

 

  // Connect to Wi-Fi 

  WiFi.mode(WIFI_STA); 

  Serial.println(); 

  Serial.print("Connecting to "); 

  Serial.println(ssid); 

  WiFi.begin(ssid, password); 

  while (WiFi.status() != WL_CONNECTED) { 

    delay(500); 

    Serial.print("."); 

  } 

  Serial.println(""); 

  Serial.println("WiFi connected"); 

  Serial.println(WiFi.localIP()); 

 

  clientTCP.setInsecure(); 



} 

 

void loop() { 

  if (millis() - bot_lasttime > BOT_MTBS)  { 

    int numNewMessages = bot.getUpdates(bot.last_message_received + 1); 

 

    while(numNewMessages) { 

      handleNewMessages(numNewMessages); 

      numNewMessages = bot.getUpdates(bot.last_message_received + 1); 

    } 

 

    bot_lasttime = millis(); 

  } 

 

  if (sendPhoto) { 

    Serial.println("Mengirim foto ke Telegram..."); 

    String response = sendPhotoTelegram(); 

    Serial.println(response); 

    sendPhoto = false; 

    digitalWrite(FLASH_LED_PIN, LOW);  

  } 

} 


